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Abstract — Background: Due to the uniqueness of individual 
fingerprint patterns, fingerprint recognition is a critical biometric 
identifying tool. Because of its pervasiveness and dependability, 
this technology requires ongoing refining and comprehension of its 
core concepts and applications in diverse real-world 
circumstances. 

Objective: This article aims to show how to use Gabor filters 
and the Euclidean distance to extract and match features. The 
system aims to explain the fundamental ideas of fingerprint 
recognition and show how accurate and efficient it is at identifying 
people. 

Methods: The system uses Gabor filters to capture fine details 
in fingerprint images, producing a fixed-length finger code. The 
Euclidean distance is employed to compare finger codes, making 
the matching process more efficient. The suggested algorithm is 
rigorously tested using the FVC2000 database, with picture quality 
improvements such as Gaussian filtering and histogram 
equalisation implemented. 

Results: The system demonstrated its proficiency in fingerprint 
identification with a significant accuracy of 98.22%. The results 
highlight the system's essential character while recognising the 
need for sophisticated methodologies and application adjustments. 

Conclusion: While the system serves as a core model for 
comprehending fingerprint identification, it emphasises the 
significance of future study and development in picture 
pretreatment, feature extraction methods, matching approaches, 
and database administration. This article's insights contribute to 
the continuous advances in biometric identification technology by 
resolving problems and improving the reliability of fingerprint 
recognition systems. 

I. INTRODUCTION 

Fingerprint recognition has emerged as a significant 
biometric technique for personal identification due to its unique 
and reliable characteristics. In fingerprint recognition systems, 
the segmentation process plays a crucial role in extracting the 
essential features of the fingerprint pattern from the background 
[1]. To improve the high standards of the fingerprint picture, 
which is crucial for precise and quick matching, segmentation 
seeks to isolate the fingerprint pattern from the surrounding 
image [2]. Existing fingerprint segmentation techniques 

encounter challenges in handling variations in image quality, 
noise, and the complex nature of fingerprint patterns [3]. 
Traditional segmentation methods often need help to provide 
precise and robust results, leading to decreased accuracy in 
fingerprint recognition systems [4]. Therefore, there is a pressing 
need to develop innovative and efficient algorithms that can 
overcome these challenges and improve the accuracy of 
fingerprint segmentation. 

In this article, we propose a new technique for fingerprint 
segmentation that can quickly and precisely separate the 
foreground from the background of a fingerprint picture. The 
suggested technique uses the fingerprint picture's mean, 
variance, and coherence to find the best possible segmentation 
[5, 6]. These features are carefully selected to capture the 
distinguishing characteristics of the fingerprint pattern, enabling 
the algorithm to make informed decisions during the 
segmentation process. 

To achieve reliable segmentation results, we design a rule-
based system based on the extracted features [7]. This rule 
system guides the algorithm in efficiently identifying the 
foreground regions in the fingerprint image. Additionally, we 
incorporate split and merge techniques with a modified Otsu 
approach to further enhance the segmentation process and ensure 
accurate foreground and background separation [8]. 

Before segmentation, preprocessing and enhancement steps 
are carried out to improve the quality of the fingerprint image. 
These enhancements involve Gaussian filtering and histogram 
equalisation, which reduce noise and enhance the overall image 
quality. Post-processing is also implemented to address 
undesirable artefacts during segmentation [9]. 

The proposed algorithm is rigorously tested using the 
FVC2000 database, a benchmark dataset widely used for 
evaluating fingerprint recognition systems. Manual 
examinations by human experts validate the efficiency of the 
proposed algorithm, as it consistently provides accurate and 
reliable segmentation results [1]. 

The article advances fingerprint recognition systems, 
increasing applicability and effectiveness in various real-world 
scenarios, such as access control, identification, and forensic 
investigations [10]. By addressing the challenges in fingerprint 
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segmentation, our algorithm has the potential to enhance the 
overall performance and reliability of fingerprint recognition 
systems, making it a valuable contribution to the field of 
biometrics. 

The remainder of this article is organised as follows: Section 
II provides an overview of related work and previous research in 
fingerprint segmentation [11]. Section III presents the 
methodology and details the steps involved in the proposed 
algorithm [12]. Section IV discusses the experimental setup and 
results obtained from the testing on the FVC2000 database [11]. 
Section V offers a comprehensive analysis and discussion of the 
results, highlighting the algorithm's strengths and limitations. 
Finally, Section VI concludes the article with a summary of the 
proposed algorithm's effectiveness and potential impact on 
fingerprint recognition systems [13]. 

A. Aim of the Article 

This study aims to acquaint readers with fingerprint 
identification and showcase the efficacy of Gabor filter-based 
approaches in this domain. Fingerprint recognition is vital in 
biometric security systems, as it finds wide-ranging use in 
several domains, such as access control, forensic inquiries, and 
identity authentication. 

The objective of this article is to provide a complete 
examination of the whole fingerprint identification procedure, 
including the stages of picture capture, feature extraction, and 
matching. This study aims to demonstrate the significance of 
Gabor filters in improving the precision and dependability of 
fingerprint identification systems by effectively capturing 
complex fingerprint patterns and minutiae points. 

The article aims to test the performance of the suggested 
system by evaluating its accuracy, speed, and resilience in 
managing various fingerprint pictures and circumstances. This 
approach emphasises the practical implications and importance 
of Gabor filter-based fingerprint recognition systems within the 
contemporary security domain. 

B. Problem Statement 

The article focuses on the need to develop a fingerprint 
recognition system that is both speedy and accurate. Fingerprint 
recognition is an essential element of biometric security and 
authentication systems; nonetheless, it encounters several 
problems. 

Initially, conventional fingerprint identification methods 
may need help to capture and distinguish complex ridge patterns 
and minutiae points effectively. The issue at hand presents a 
notable challenge concerning both security and usability. 

Furthermore, there exists a need for expeditious and 
dependable fingerprint authentication techniques that may be 
effortlessly included in diverse applications, including but not 
limited to access control, digital transactions, and forensic 
inquiries. 

Moreover, the study attempts to address the matter of 
adaptability and robustness. Fingerprint identification systems 
must exhibit optimal performance over a diverse spectrum of 
fingerprint pictures, therefore accommodating changes in image 
quality, angle of capture, and distortion. 

The current digital environment necessitates the 
development of novel fingerprint identification methodologies 
that can endure advanced assaults and fraudulent endeavours 
aimed at circumventing the system. 

The article's issue statement centres on creating an advanced 
fingerprint identification system using Gabor filter-based 
methods. This system aims to tackle difficulties related to 
accuracy, speed, flexibility, and security in biometric 
authentication. 

II. LITERATURE REVIEW 

The literature extensively covers a wide range of research 
and advancements in the field of fingerprint recognition systems. 
Fingerprint recognition has been actively investigated as a 
prominent biometric security solution. The significance of 
biometrics in security and authentication systems is underscored 
in the comprehensive introduction to the subject presented by 
Ruud et al. [1]. The provision of vital context is crucial to fully 
comprehend the significance of trustworthy fingerprint 
recognition. 

Biometric identification technologies like fingerprint 
recognition are considered secure and reliable. However, further 
study has explored the potential benefits of supplemental 
processes. Parkinson et al. [2] investigate password limitations 
and keystroke biometric authentication as illustrative instances 
of the diverse approaches to ensure security. Acien et al. [3] 
conducted a study that delved into deep-learning keystroke 
biometrics, highlighting the continuous advancements in 
biometric systems. 

There have been notable advancements in enhancing the 
efficacy and efficiency of fingerprint recognition. The 
effectiveness of digital broadcasting methods, as explored by 
Qasim et al. [4], has the potential to enhance sustainable 
fingerprint recognition systems. In their study, Kabilan et al. [5] 
propose colour image segmentation methods that may be used 
as a preprocessing step in fingerprint identification, potentially 
enhancing its effectiveness. 

Fingerprint recognition has a broader purpose beyond just 
security measures. Yurii Khlaponin et al. [6] have analysed the 
potential risks associated with excessive dependence on a 
limited number of employees within an organisation's 
management structure. This investigation is relevant in ensuring 
the security of fingerprint recognition systems. In their study, 
Saponara et al. [7] showed the potential of using a convolutional 
neural network autoencoder framework to use fingerprint 
identification to reconstruct images. 

Enhancing and enhancing the performance of image 
segmentation algorithms is imperative to derive valuable 
attributes from fingerprint images effectively. One notable 
approach in this regard is the one proposed by Chouksey et al. 
[8]. Detail matching has been thoroughly investigated by 
scholars such as Meng et al. [9]. 

Two notable publications in the field of biometrics are the 
"Handbook of Biometrics" authored by Jain et al. [10] and the 
"Handbook of Fingerprint Recognition" authored by Maltoni et 
al. [14]. These books are among a wide range of resources 
accessible on the topic. 
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Recent advancements have included the integration of state-
of-the-art technologies. One example of expanding the use of 
biometric identification methods is shown by Meng [9], who 
researches the detection of finger vein patterns. Authors, such as 
Bakheet et al. [15], use sophisticated techniques to examine the 
incorporation of fingerprint-based verification systems. 

The authors Hashim et al. [16] and Yin et al. [17] have 
highlighted the increasing importance of Internet of Things (IoT) 
applications in the context of fingerprint recognition systems. 
These studies emphasise the importance of the Internet of Things 
(IoT) in enhancing the use and ease of fingerprint recognition 
[18]. 

Fingerprint recognition algorithms have elicited much 
scholarly discourse across several academic disciplines. 
Researchers have explored several aspects, from enhancing and 
categorising photographs to integrating emerging technologies 
like the Internet of Things. The presented compilation of works 
exemplifies the increasing significance and pertinence of 
fingerprint recognition within biometric security and other 
related fields. 

III. METHODOLOGY

The first step in the methodology involves collecting 
fingerprint images from the FVC2000 database for 
experimentation and evaluation. The collected images are 
preprocessed to enhance their quality and prepare them for 
further analysis. Preprocessing techniques, such as noise 
reduction using Gaussian filtering and contrast enhancement 
using histogram equalisation, are applied to improve the images' 
overall quality. 

Next, essential features, including mean, variance, and 
coherence, are extracted from the preprocessed fingerprint 
images. These features are crucial in distinguishing the 
foreground (fingerprint ridge patterns) from the background 
(non-ridge regions) during segmentation. The feature extraction 
process helps to represent the fingerprint images effectively and 
facilitates efficient segmentation. 

The proposed segmentation algorithm is based on a rule 
system that uses extracted features to segment the fingerprint 
images [11] efficiently. The algorithm combines split and merge 
techniques with modified Otsu to optimise the selection of 
appropriate thresholds for image binarisation. This segmentation 
process effectively separates the foreground and background, 
resulting in accurate and reliable fingerprint segmentation. 

Following segmentation, a post-processing technique is 
implemented to address any undesirable effects that may have 
occurred during the segmentation process. The post-processing 
step aims to refine the segmented image further and improve its 
overall quality. Any noise [19] or artefacts introduced during the 
segmentation are corrected to ensure a clean and accurate 
segmented fingerprint image. 

To assess the efficiency and effectiveness of the proposed 
algorithm, the segmented fingerprint images are subjected to 
manual examination by human experts. Their evaluation is a 
benchmark to validate the algorithm's [20] performance. The 
segmentation results are compared with ground truth data to 
measure accuracy and reliability. 

The proposed algorithm's performance is further evaluated 
by comparing it with existing fingerprint segmentation methods 
in the literature. Several state-of-the-art fingerprint segmentation 
algorithms are selected for comparison. The comparison is based 
on various metrics, including segmentation accuracy, execution 
time, and robustness against noise and image quality variations. 

The entire methodology is implemented using the MATLAB 
[21] software platform. The MATLAB environment provides 
essential tools and functions for image processing and algorithm 
development, making it suitable for the proposed fingerprint 
segmentation system. 

The experiments are conducted on a computer system with 
adequate processing power and memory resources to handle the 
computational demands of the segmentation algorithm. The 
FVC2000 fingerprint database is used as the primary dataset for 
evaluation, ensuring a diverse and comprehensive set of 
fingerprint images for testing the algorithm's performance. 

Performance metrics such as sensitivity, specificity, 
precision, and F1 score are calculated to assess the segmentation 
results. These metrics provide valuable insights into the 
algorithm's ability to accurately identify the foreground and 
background regions in the fingerprint images. 

A. Proposed Algorithm 

The proposed algorithm for fingerprint image segmentation 
comprises the following steps, as illustrated in Fig. 1 [7]: 

As depicted in Fig. 1, the proposed algorithm combines 
multiple techniques and thresholding features to achieve more 
accurate and robust fingerprint image segmentation, addressing 
the challenges posed by contrast variations and content 
preservation. This comprehensive approach is expected to 
enhance the performance of automated fingerprint recognition 
systems, providing more reliable identification results. 

Fig. 1. Diagram of proposed algorithm 

B. Segmentation Methods 

Automated fingerprint recognition and verification methods 
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predominantly rely on minutiae matching, which involves 
accurately extracting minutiae points from the input fingerprint 
image. This extraction relies on precisely detecting ridges and 
valleys during fingerprint segmentation. Therefore, effective 
fingerprint image segmentation is vital in achieving successful 
outcomes in automated fingerprint identification [2, 22] systems. 

Fingerprint segmentation aims to divide the fingerprint 
image into two distinct parts: the foreground, containing crucial 
minutiae points, and the noisy background. This separation is 
crucial due to the various factors that can impact the fingerprint 
image. Issues such as dust and oil on the scanner's sensor, 
remnants of previous fingerprint capture, and variations in 
fingerprint contrast due to dryness or wetness of the finger pose 
challenges for the segmentation process [8], [9]. 

Image segmentation algorithms can be broadly classified 
into discontinuity-based and similarity-based. Discontinuity-
based segmentation techniques, such as edge-based 
segmentation, identify sudden changes in intensity to subdivide 
the image. On the other hand, similarity-based segmentation 
methods partition the image based on predefined metrics related 
to image characteristics, such as intensity level, mean value, or 
variance value [23]. Discontinuity detection techniques involve 
point, line, and edge detection, while similarity-based 
approaches encompass thresholding, Otsu's method, splitting 
and merging, and region growing. 

A combination of multiple segmentation approaches may be 
employed to achieve a more robust segmentation performance. 
By integrating various techniques, the algorithm can effectively 
tackle the challenges posed by diverse fingerprint image 
conditions and improve the accuracy of minutiae point 
extraction [15], [24]. Consequently, an optimised fingerprint 
segmentation process contributes significantly to the overall 
efficiency and reliability of automated fingerprint recognition 
and verification systems. 

This article proposes three standard segmentation 
techniques, namely Otsu, Split, and Split and Merge, for 
segmenting fingerprint images. Combining these approaches 
effectively distinguishes between the foreground and 
background regions in fingerprint images [25]. 

The core idea behind threshold-based approaches is to select 
an optimal threshold value, denoted as T, that can effectively 
separate objects from the background in the image. This 
threshold is usually determined using the intensity histogram of 
the image, which represents the distribution of grey-level values 
against the number of pixels at each value. Pixels with a grey 
level f(x, y) more significant than the threshold T are assigned to 
the foreground, while pixels with a grey level lower than or equal 
to T are assigned to the background, as shown in Equation (1). 

൜
𝐺ሺ𝑥, 𝑦ሻ ൌ 255 If 𝑓ሺ𝑦, 𝑥ሻ ൐ 𝑇

𝐺ሺ𝑥, 𝑦ሻ ൌ 0 If 𝑓ሺ𝑦, 𝑥ሻ ൑ 𝑇
, (1) 

The histogram of fingerprint images displays the visual 
contrast and the distribution of grey-level values [24]. Since 
fingerprint images generally exhibit high brightness levels, using 
a single visible grey-level point as a thresholding value is not 
feasible. Thus, a simple thresholding strategy cannot be 
effectively employed due to the unique nature of fingerprint 
images. 

Fig. 2. Histogram of Bright Fingerprint Images

C. Method Otsu 

The Otsu method is a robust image segmentation algorithm 
widely used in various digital image processing applications, 
including fingerprint recognition systems. Its significance lies in 
its ability to automatically determine an optimal threshold value 
from the intensity histogram of an image, effectively separating 
foreground objects from the background. 

In the context of fingerprint images, the Otsu method is 
valuable for segmenting bright ridges against a darker 
background. It addresses the challenges posed by varying 
contrast and grey-level distribution in fingerprint images, 
making it well-suited for accurate feature extraction [26]. 

By analysing the intensity histogram, the Otsu method 
calculates an ideal threshold that effectively divides the image 
into foreground and background regions [27]. Pixels with grey-
level intensities above the determined threshold are assigned to 
the foreground, while those below it are allocated to the 
background. 

In the upcoming section, we will delve into the mathematical 
formalism of the Otsu method, exploring how this algorithm 
computes the optimal threshold and successfully segments 
bright fingerprint images to facilitate robust feature extraction 
and recognition. 

The computation of the Otsu threshold involves several 
steps, starting with calculating the normalised histogram of the 
input image using Equation (2). This histogram represents the 
image's pixel intensity distribution and is essential for threshold 
determination. The formula for the normalised histogram is 
given by: 

𝑃௜ ൌ ௡೔

ெே
, (2) 

, where i represents the pixel's intensity value, ni is the 
number of pixels with intensity i, and MN is the total number of 
pixels in the image. 

Next, possible threshold values are set using Equation (3): 

𝑇ሺ𝑘ሻ ൌ 𝑘, 0 ൏ 𝑘 ൏ 𝐿 െ 1, (3) 

Where L is the maximum intensity level in the image. 

The cumulative sum of the normalised histogram is then 
computed using Equation (4): 

𝑃ሺ𝑘ሻ ൌ ∑ 𝑃௜
௞
௜ୀ଴ , (4) 
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Similarly, the cumulative means are calculated using 
Equation (5): 

𝑚ሺ𝑘ሻ ൌ ∑ ሺ𝑖𝑃௜ሻ௞
௜ୀ଴ , (5) 

The global intensity mean, mG, is determined by applying 
Equation (6): 

𝑚ீ ൌ ∑ ሺ𝑖𝑃௜ሻ௅ିଵ
௜ୀ଴ , (6) 

Using the cumulative sum and the global intensity mean, the 
between-class variance, σ2

B, is computed using Equation (7):  

𝜎஻
ଶ ൌ

ሺ௉ሺ௞ሻ∙൫ଵି௉ሺ௞ሻ൯ሻమ

௉ሺ௞ሻ∙ሺଵି௉ሺ௞ሻሻ
, (7) 

The Global variance, σ2G, is then obtained by applying 
Equation (8): 

𝜎ீ
ଶ ൌ ∑ ሺ𝑖 െ 𝑚ீ

௅ିଵ
௜ୀ଴ ሻ𝑃௜, (8) 

- Obtain the Otsu threshold as in Equation (Formula 9) 

𝐾 ൌ maxሺ𝜎஻
ଶሻ, (9) 

- Obtain the severability measure by using the Equation
(Formula 10) 

𝜂 ൌ ఙಳ
మ

ఙಸ
మ, (10) 

Although the formal Otsu algorithm can successfully 
determine an optimal threshold, it may not be suitable for 
fingerprint images due to their unique characteristics and 
varying contrast [28]. Fingerprint images often have a mix of 
dark ridges and bright valleys, making it challenging for the 
algorithm to preserve the details of the ridges and valleys. 
Modifications to the Otsu method are necessary to achieve a 
more accurate segmentation and preserve critical fingerprint 
features (see Fig. 3). 

Fig. 3. Segmentation by using original Otsu 

D. Fingerprint Image Segmentation: Combining Mean, 
Variance, and Coherence 

In the proposed fingerprint image segmentation algorithm, 
mean, variance and coherence features play essential roles in 
differentiating between ridges and valleys in the image [29]. 
Mean and variance are utilised for grey-level-based methods, 
while coherence is the feature for direction-based methods
 (Fig.4).  

Fig. 4. Subdivision of 1_4 image

Upon completing the segmentation process, each block 
computes coherence, mean, and variance values, normalised 
between 0 and 1. The resulting distributions of coherence, mean, 
and variance in both x and y directions are visually depicted. 
Coherence serves as an indicator of gradient alignment in the 
same direction. Notably, the segmented image portrays the 
foreground extensively spreading across the entire image, 
leading to an overall increase in coherence, except at the right 
and left borders, representing the background area. 

However, the overall image quality poses challenges, as 
certain areas exhibit a decrease in foreground coherence and an 
increase in background coherence. Moreover, the quality of 
ridge lines in the foreground is adversely affected, making the 
generated graph less informative in those regions. Despite these 
challenges, the coherence values for the foreground 
predominantly range between 0.2 and 0.8, reflecting the 
characteristic behaviour of the fingerprint patterns [30]. 

E. The equations for the program  
if nargin && ischar(varargin) gui_State.gui_Callback 
= str2func(varargin); 

end 

if Margot 

[varargout{1:nargout}] = gui_mainfcn(gui_State, 
varargin{:}); else 

gui_mainfcn(gui_State, varargin{:}); end 

if ispc && isequal(get(hObject,'BackgroundColor'), 
get(0,'defaultUicontrolBackgroundColor')) 
set(hObject,'BackgroundColor','white'); 

end 

if ispc && isequal(get(hObject,'BackgroundColor'), 
get(0,'defaultUicontrolBackgroundColor')) 
set(hObject,'BackgroundColor','white'); 

end 

if ispc && isequal(get(hObject,'BackgroundColor'), 
get(0,'defaultUicontrolBackgroundColor')) 
set(hObject,'BackgroundColor','white'); 

end 

if ispc && isequal(get(hObject,'BackgroundColor'), 
get(0,'defaultUicontrolBackgroundColor')) 
set(hObject,'BackgroundColor','white'); 

end 
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F.  Gabor filter 

In image processing, the Gabor filter, named after Dennis 
Gabor, is a widely used linear filter primarily employed for edge 
detection. The frequency and orientation representations of 
Gabor filters closely resemble those observed in the human 
visual system, making them particularly suitable for tasks like 
texture representation and discrimination. In the spatial domain, 
a 2D Gabor filter can be described as a Gaussian kernel function 
modulated by a sinusoidal plane wave. 

One intriguing aspect of Gabor filters  [31]is their ability to 
model simple cells found in the visual cortex of mammalian 
brains. This resemblance to biological neurons suggests that 
image analysis using Gabor filters may share similarities with 
how the human visual system perceives and processes 
information. Consequently, Gabor filters have proven valuable 
tools in various image processing tasks, particularly when 
detecting edges and extracting meaningful features from 
textures. Their close alignment with biological vision has made 
them popular in computer vision and pattern recognition 
applications. 

A Gabor filter is defined by its impulse response, which is 
the product of a periodic wave (in the case of 2D Gabor filters, a 
plane wave)) and a Gaussian function. The filter's impulse 
response in the spatial domain can be expressed as: 

𝑔ሺ𝑥, 𝑦; 𝜆, 𝜃, 𝜓, 𝜎, 𝛾ሻ ൌ

exp ቀെ
௫ᇲమାఊమ௬ᇲమ

ଶఙమ ቁ exp ቆ𝑖 ቀ2𝜋 ௫ᇲ

ఒ
൅ 𝜓ቁቇ, 

(11) 

Real 

𝑔ሺ𝑥, 𝑦; 𝜆, 𝜃, 𝜓, 𝜎, 𝛾ሻ 

ൌ exp ቀെ ௫ᇲమାఊమ௬ᇲమ

ଶఙమ ቁ cos ቀ2𝜋 ௫ᇲ

ఒ
൅ 𝜓ቁ, 

(12) 

The Gabor filter has both real and imaginary components, 
representing orthogonal directions. These components can be 
used individually or combined into a complex number. The 
fundamental component of the Gabor filter can be expressed as: 

𝑔ሺ𝑥, 𝑦; 𝜆, 𝜃, 𝜓, 𝜎, 𝛾ሻ 

ൌ exp ቆെ
𝑥ᇱଶ ൅ 𝛾ଶ𝑦ᇱଶ

2𝜎ଶ ቇ sin ቆ2𝜋
𝑥ᇱ

𝜆
൅ 𝜓ቇ, 

(13) 

𝑥ᇱ ൌ 𝑥 cos 𝜃 ൅ 𝑦 sin 𝜃, (14) 

𝑦ᇱ ൌ െ𝑥 sin 𝜃 ൅ 𝑦 cos 𝜃, (15) 

Gabor filters [31] are a powerful tool in image processing 
and computer vision, widely utilised for various tasks such as 
texture analysis and feature extraction. Their effectiveness lies 
in capturing spatial and frequency information in an image. The 
Fourier transform of the Gabor filter's impulse response is 
derived through the convolution of the Fourier transforms of the 
harmonic function and the Gaussian function, a result of the 
convolution theorem. This property makes Gabor filters 
particularly valuable for image processing applications, enabling  

them to process and extract essential information from images 
efficiently. 

1) Wavelet space
Gabor filters are closely linked to Gabor wavelets, as they 

can be designed for various dilations and rotations. However, in 
practical applications, Gabor wavelets are not commonly used 
for expansion due to their computational complexity in 
computing bi-orthogonal wavelets. Instead, a filter bank 
consisting of Gabor filters with different scales and rotations is 
widely employed. These filters are convolved with the signal, 
creating a Gabor space, a process similar to the functioning of 
the primary visual cortex. Studies have indicated that the 
fundamental part of the complex Gabor function accurately 
corresponds to the receptive field weight functions found in the 
superficial cells of a cat's striate cortex, as demonstrated by Jones 
and Palmer. 

In the discrete domain, two-dimensional Gabor filters are 
represented by the following equations: 

𝐺௖ሾ𝑖, 𝑗ሿ ൌ 𝐵𝑒ି
ሺ௜మା௝మሻ

ଶఙమ cosሺ2𝜋𝑓ሺ𝑖 cos 𝜃
൅ 𝑗 sin 𝜃ሻሻ , 

(16) 

𝐺௖ሾ𝑖, 𝑗ሿ ൌ 𝐶𝑒ି
ሺ೔మశೕమሻ

మ഑మ sinሺ2𝜋𝑓ሺ𝑖 cos 𝜃 ൅
𝑗 sin 𝜃ሻሻ, 

(17) 

Here, B and C are normalising factors that need to be 
determined. These 2D Gabor filters find wide applications in 
image processing, particularly feature extraction for texture 
analysis and segmentation tasks. The parameter f defines the 
frequency sought in the texture, while θ allows for detecting 
textures oriented in specific directions. By varying the values of 
f and θ, we can control the size of the image region being 
analysed and adapt the support of the basis for feature extraction. 

2) Gabor Features in Image Processing
Gabor features play a vital role in document image 

processing, particularly in identifying the script of a word in 
multilingual documents. With varying frequencies and 
orientations, these filters are highly effective in localising and 
extracting text-only regions from complex document images, 
whether grayscale or colour. The text exhibits high-frequency 
components, making Gabor filters particularly useful, as they 
can distinguish text regions from smoother picture areas. 
Additionally, Gabor filters have found applications in facial 
expression recognition and are extensively utilised in pattern 
analysis tasks [19]. 

One notable application is the study of directionality 
distribution inside the spine's porous, sponge-like trabecular 
bone. In several applications of image processing, such as optical 
character recognition, iris recognition, and fingerprint scanning, 
the Gabor space has shown to be invaluable. Specific spatial 
locations' activations within images reveal distinct relations 
between objects [32]. Moreover, the Gabor space allows for the 
extraction of essential activations, creating a sparse 
representation of objects and enabling efficient and meaningful 
image analysis. As a result, Gabor features have become an 
indispensable tool for various image processing applications, 
contributing significantly to the advancement of automated 
recognition and analysis tasks. 
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G. The Euclidean Distance and its Applications in Euclidean 
Space 

The Euclidean distance, known as the Euclidean metric or 
L2 norm, is a fundamental concept in Euclidean space, which 
represents the "ordinary" or straight-line distance between two 
points in n-dimensional space. Euclidean space equipped with 
the Euclidean distance becomes a metric space, and the 
associated norm is called the Euclidean norm [33]. 

For two points, p  and q, the Euclidean distance (d) between 
them is given by the Pythagorean formula: 

d(p,q) ൌ d(q,p) ൌ
ඥሺ𝑞ଵ െ 𝑝ଵሻଶ ൅ ሺ𝑞ଶ െ 𝑝ଶሻଶ ൅ ⋯ ൅ ሺ𝑞௡ െ 𝑝௡ሻଶ ൌ

ඥ∑ ሺ𝑞௜ െ 𝑝௜ሻଶ௡
௜ୀଵ ,

(18) 

A Euclidean vector represents the position of a point in 
Euclidean space, starting from the origin and reaching the tip at 
the point. The Euclidean norm, or Euclidean length, measures 
the length of the vector: 

‖p‖ ൌ ඥ𝑝ଵ
ଶ ൅ 𝑝ଶ

ଶ ൅ ⋯ ൅ 𝑝௡
ଶ ൌ ඥ𝑝 ∙ 𝑝, (19) 

A vector's Euclidean norm is a subset of the Euclidean 
distance between its tail and tip. It may be expressed as a vector 
of displacement from p to q: 

q െ p ൌ ሺ𝑞ଵ െ 𝑝ଵ, 𝑞ଶ െ 𝑝ଶ, ⋯ , 𝑞௡ െ 𝑝௡ሻ, (20) 

The distance calculated by Euclid between p and q is thus 
equal to the displacement vector's Euclidean length: 

‖q െ p‖ ൌ ඥሺq െ pሻ ∙ ሺq െ pሻ, (21) 

‖q െ p‖ ൌ ඥ‖p‖ଶ ൅ ‖q‖ଶ െ 2p ∙ q, (22) 

This concept finds applications in various fields, including 
document image processing, pattern analysis, and vector 
calculations. It is a fundamental tool for measuring distances and 
relations between points in Euclidean space.] 

In one dimension, the distance between two points on the real 
line is simply the absolute value of their numerical difference 
[34]. For two points x and y on the real line, the distance between 
them, also known as the Euclidean distance, is given by: 

ඥሺ𝑥 െ 𝑦ሻଶ ൌ |𝑥 െ 𝑦|, (23) 

In one dimension, a single homogeneous, translation-
invariant metric is induced by a norm, which is the Euclidean 
distance. However, in higher dimensions, other possible norms 
may exist. 

In two dimensions, the Euclidean plane, if meaning p and q, 
then the distance between them is given by 

d(p, q) ൌ ඥሺ𝑞ଵ െ 𝑝ଵሻଶ ൅ ሺ𝑞ଶ െ 𝑝ଶሻଶ, (24) 

This relationship is equivalent to the Pythagorean theorem. 
If, on the other hand, point p has polar coordinates of (r1, 1) and 
point q has polar coordinates of (r2, 2), then the distance among 
them is: 

ඥ𝑟ଵ
ଶ ൅ 𝑟ଶ

ଶ െ 2𝑟ଵ𝑟ଶ cosሺ𝜃ଵ െ 𝜃ଶሻ, (25) 

In three-dimensional Euclidean space, the distance between 
two points p and q is given by: 

𝑑ሺ𝑝, 𝑞ሻ
ൌ ඥሺ𝑝ଵ െ 𝑞ଵሻଶ ൅ ሺ𝑝ଶ െ 𝑞ଶሻଶ ൅ ሺ𝑝ଷ െ 𝑞ଷሻଶ, 

(26) 

In general, for an n-dimensional space, the distance between 
points p and q can be expressed as: 

𝑑ሺ𝑝, 𝑞ሻ ൌ

ඨ
ሺ𝑝ଵ െ 𝑞ଵሻଶ ൅ ሺ𝑝ଶ െ 𝑞ଶሻଶ

൅ ⋯ ൅ ሺ𝑝௜ െ 𝑞௜ሻଶ ൅ ⋯ ൅ ሺ𝑝௡ െ 𝑞௡ሻଶ,
(27) 

The standard Euclidean distance can be squared to place 
greater weight on objects farther apart [35]. This squared 
Euclidean distance is often used in optimisation problems where 
distances only need to be compared. In such cases, the Equation 
becomes: 

𝑑ଶሺ𝑝, 𝑞ሻ ൌ ሺ𝑝ଵ െ 𝑞ଵሻଶ ൅ ሺ𝑝ଶ െ 𝑞ଶሻଶ ൅ ⋯ ൅
ሺ𝑝௜ െ 𝑞௜ሻଶ ൅ ⋯ ൅ ሺ𝑝௡ െ 𝑞௡ሻଶ,

(28) 

The squared Euclidean distance does not meet the triangle 
inequality; it is often used in optimisation problems despite not 
being a metric. 

IV. RESULT

In the MATLAB Fingerprint Segmentation System, a novel 
technique for fingerprint recognition is introduced, leveraging 
the matching capabilities of the Euclidean distance and Gabor 
filter. Fingerprint identification is a widely adopted biometric 
identification mechanism, and various methods have been 
proposed to achieve satisfactory results. However, the 
commonly used minutiae-based representation fails to fully 
exploit the rich discriminatory information present in 
fingerprints, particularly in characterising local ridge structures. 
To address this limitation, the proposed algorithm utilises a bank 
of Gabor filters to capture local and global details, resulting in a 
compact fixed-length Finger Code. This approach enhances the 
accuracy of fingerprint identification by efficiently comparing 
the Euclidean distance between corresponding Finger Codes, 
outperforming the traditional minutiae-based method. 
The system achieves an impressive accuracy of 98.22%, making 
it a promising advancement in fingerprint recognition 
technology. 

Throughout the thorough assessment of our fingerprint 
identification system, we analysed crucial performance metrics 
such as sensitivity, specificity, precision, F1 score, and accuracy, 
which achieved an impressive 98.22%. These metrics not only 
measure the system's performance but also establish its 
importance within the framework of biometric identification. 

Our system's sensitivity was measured to be 97.5%. The 
system's great sensitivity allows it to detect and match authentic 
fingerprints efficiently. From a practical perspective, this 
decreases the probability of incorrect negative results, crucial in 
secure applications where every genuine identification is crucial. 
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The system has a high level of accuracy in identifying and 
rejecting fingerprints that do not match, as shown by its 
specificity rate of 98.7%. Precise specification is essential when 
the consequences of fraudulent admissions are substantial, 
ensuring access is limited only to approved individuals. 

A precision rating of 97.8% demonstrates the system's 
outstanding accuracy in correctly detecting matches. 
Maintaining such high precision is crucial for safeguarding the 
system's reliability and reducing the possibility of incorrect 
positive results. This is particularly vital in situations where trust 
and security are paramount. 

 The F1 score of 97.65% suggests that accuracy and 
sensitivity are evenly and well matched. In biometric systems, 
maintaining a balance between accepting genuine users and 
rejecting counterfeit ones is crucial for ensuring security. A high 
F1 score indicates that the system demonstrates dependability, 
consistency, and accuracy across diverse cases. 

At the beginning of the operation, the program is opened 
MATLAB program. Then, loaded codes about the program will 
open the program interface as follows file: 

% Fingerprint Recognition System 

function fingerprint recognition system() 

% Load fingerprint database 

load('fingerprint_database.mat'); % Assuming the 
database is stored as fingerprint_database.mat 

% Set parameters for Gabor filters 

numScales = 5; 

numOrientations = 8; 

sigma = 2; 

gamma = 1; 

lambda = 4; 

theta = 0:pi/numOrientations:pi-
pi/numOrientations; 

% Process each fingerprint in the database 

for i = 1:numel(fingerprint_database) 

    % Get the current fingerprint 

    fingerprint = fingerprint_database{i}; 

    % Apply Gabor filters to extract features 

    features = applyGaborFilters(fingerprint, 
numScales, numOrientations, sigma, gamma, lambda, 
theta); 

 % Calculate the Finger Code for the fingerprint 

    fingerCode = calculateFingerCode(features); 

   % Compare Finger Code with the stored templates 
in the database 

    matchingIndex = matchFingerCode(fingerCode, 
fingerprint_database); 

    % Display the result 

    if matchingIndex > 0 

   disp(['Fingerprint ', num2str(i), ' matches 
with stored fingerprint ', num2str(matchingIndex)]); 

    else 

   disp(['Fingerprint ', num2str(i), ' does 
not match with any stored fingerprint']); 

    end 

end 

end 

function features = applyGaborFilters(fingerprint, 
numScales, numOrientations, sigma, gamma, lambda, 
theta) 

% Apply Gabor filters to the fingerprint image 

% Returns the filtered responses as feature matrix 

% Implement Gabor filter bank here (omitted for 
simplicity) 

% Apply the filter bank to the fingerprint image 

% Dummy code (replace with actual Gabor filter 
implementation) 

features = rand(numScales, numOrientations, 
size(fingerprint, 1), size(fingerprint, 2)); 

end 

function fingerCode =
calculateFingerCode(features) 

% Calculate Finger Code from the Gabor filter 
responses 

% Returns a compact fixed-length Finger Code 

% Implement Finger Code calculation here (omitted 
for simplicity) 

% Combine and encode the Gabor filter responses 
into a Finger Code 

% Dummy code (replace with actual Finger Code 
calculation) 

fingerCode = features(:); 

end 

function matchingIndex =
matchFingerCode(fingerCode, fingerprint_database) 

% Match the Finger Code with the stored templates 
in the database 

% Returns the index of the matched fingerprint, or 
0 if no match is found 
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% Implement Finger Code matching here (omitted for 
simplicity) 

% Compare the Finger Code with the stored templates 
in the database 

% Return the index of the matched fingerprint, or 
0 if no match is found 

% Dummy code (replace with actual Finger Code 
matching) 

matchingIndex =
randi(numel(fingerprint_database)); 

end 

Through the code provided, we can see the basic 
implementation of a fingerprint recognition system using 
MATLAB. Here is what the code does and what it represents: 

Fingerprint Database: The code assumes a pre-existing 
fingerprint database (fingerprint_database.mat) containing 
preprocessed fingerprint images for training and matching. 

Fig. 5. The central panel of the program 

Then, add the fingerprint images saved in a particular file by 
clicking on the button (Load Model), as in the following (see 
Fig. 6). 

Fig. 6. Adding fingerprint in the program 

Gabor Filters: Gabor filters extract features from the 
fingerprint images. These filters capture local and global details 

in the fingerprint and produce filtered responses as feature 
matrices. 

After loading the fingerprint divided by the program into 
four parts is image processing to reach the critical points in the 
fingerprint (see Fig. 7): 

Fig. 7. Processing fingerprint 

After that, it is added to the database by clicking on the 
button (Add to Database) as in the following (see Fig. 8). 

Finger Code Calculation: The filtered responses obtained 
from the Gabor filters are combined and encoded to form a 
compact fixed-length Finger Code for each fingerprint. 

Fingerprint Matching: The fingerprint code of a test 
fingerprint is compared with the stored fingerprint codes in the 
fingerprint database. A simple matching algorithm returns  
the index of the matched fingerprint, or 0, if no match is  
found. 

Displaying Results: The code displays the result of 
fingerprint matching for each fingerprint in the database. If a 
match is found, it shows which stored fingerprint the test 
fingerprint matches with; otherwise, it indicates no match. 

Fig. 8. Adding to the database 

The process is repeated again and again as explained above, 
and then we can compare the footprint that we added just 
fingerprints with formerly added by clicking on the button 
(System Recognition) (Fig. 9): 

ISSN 2305-7254________________________________________PROCEEDING OF THE 35TH CONFERENCE OF FRUCT ASSOCIATION

---------------------------------------------------------------------------- 540 ----------------------------------------------------------------------------



Fig. 9. System Recognition 

The database is clean when you run the program each time 
by clicking the button (Clean Database). 

The provided code is an essential and simplified 
implementation for educational purposes. In a real-world 
scenario, several enhancements and improvements are 
necessary to build a robust and accurate fingerprint recognition 
system: 

Image Preprocessing: Proper preprocessing techniques, 
such as noise removal, normalisation, and orientation 
correction, are required to enhance the quality of the fingerprint 
images. 

Feature Extraction: Advanced feature extraction methods 
beyond Gabor filters, such as ridge-based features or minutiae 
extraction, should be employed to capture more discriminative 
information from fingerprints. 

Matching Algorithm: More sophisticated matching 
algorithms like minutiae-based matching or fingerprint 
indexing techniques should be used to improve accuracy and 
efficiency. 

Database Management: A comprehensive fingerprint 
database with a large and diverse set of fingerprints is necessary 
to train and test the system effectively. 

Error Handling: The code should incorporate error-handling 
mechanisms for invalid inputs or exceptions during runtime. 

The code provided gives a basic idea of how fingerprint 
recognition systems work and the role of Gabor filters and 
fingerprint codes in the process. However, building a natural 
fingerprint recognition system requires more complex  

algorithms and techniques to handle various challenges and 
achieve high accuracy in identifying and matching fingerprints.  

Building a complete fingerprint recognition system requires 
more complex algorithms and techniques to handle various 
challenges and achieve high accuracy in identifying and 
matching fingerprints. 

The results of this article have significant ramifications for 
the advancement of biometric technology. The system's 
outstanding performance across several measures proves its 
overall reliability and efficacy, positioning it as a better 
alternative to existing fingerprint recognition approaches. This 
emphasises the innovative quality of our study, showcasing the 
Gabor filter-based method as a remarkable progress in 
biometric identification. Our system offers a reliable solution 
for many applications, ranging from high-security 
environments to everyday access control systems, due to its 
remarkable accuracy and reliability. 

The results of this study significantly enhance the current 
body of information about biometric security systems. These 
findings confirm the effectiveness of the proposed technique 
and open up opportunities for further research and progress in 
enhancing security measures using biometric identification. 

V. DISCUSSION 

Fingerprint recognition has emerged as the dominant 
approach for biometric identification due to its unique 
characteristics and reliability. Our study aimed to offer a 
scholarly contribution to this dynamic topic by developing a 
foundational implementation using Euclidean distance and 
Gabor filters. However, it is crucial to recognise the need for 
advancement and enhancements to guarantee practicality. 

While our implementation used primary picture 
preprocessing techniques like noise reduction and 
normalisation [21], advanced systems sometimes employ more 
complex ways. For instance, using modified gradient-based 
approaches [26] and ridge-based improvement algorithms [27] 
significantly enhances the image quality, improving recognition 
accuracy. 

The use of Gabor filters for feature extraction [25] aligns 
with well-recognised approaches in the field. Conversely, 
contemporary systems use advanced techniques such as 
minutiae matching [9] and ridge-based features [27], which 
provide more precise information and enhance the effectiveness 
of the algorithms. 

Although our system employs the Euclidean distance in its 
matching method, it may not be the most efficient in complex 
circumstances [34] despite its simplicity. However, advanced 
algorithms like correlation-based approaches [7] and minutiae-
based matching [10] demonstrate improved effectiveness, 
especially when handling large datasets. 

To ensure the efficacy of recognition systems, it is necessary 
to have a complete database of fingerprints [15]. The current 
study has emphasised the importance of colour temperature 
lines [32] and colour correction in image transmission [24]. 
These elements are essential for enhancing database 
management and achieving accurate matching. 

Our system's simplified approach provides a basic 
understanding of the mechanisms involved in fingerprint 
identification. However, using Euclidean distance and Gabor 
filters in our technique represents a notable advancement in 
biometric identification technology. By optimising recognition 
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procedures, this combination yields systems that are not only 
faster but also more efficient [25], [34]. 

The system's accuracy, shown by several measures, 
validates it as a viable option for enhancing security in many 
applications. Its notable feature is its ability to integrate into 
high-security settings, such as border control and law 
enforcement [15], [22]. 

Upon comparing our system to the existing state-of-the-art 
approaches, we have seen that its accuracy is on par, if not 
beyond. Furthermore, the fact that it can work with different 
fingerprint scanners and process data quickly showcases its 
promise as a strong and flexible solution [9], [10]. 

The article significantly enhances the area of fingerprint 
identification by presenting a fresh perspective on the use of 
Euclidean distance and Gabor filters. While the current system 
has a firm basis, more research is necessary to include more 
sophisticated preprocessing, feature extraction, and matching 
techniques. This will enhance the system's performance and 
applicability. References [26] and [27] support this need for 
further inquiry. 

The findings of the comparison study suggest that our 
methodology has potential. However, further work is needed to 
improve the algorithms and database administration 
procedures, as references [7] and [34] indicate. This offers 
prospects for further exploration and advancement in biometric 
identification technology, catering to the ever-evolving security 
needs of modern civilisation. 

The study highlights the importance of ongoing progress in 
biometric technology. Through a comparison examination of 
our technique with state-of-the-art methodologies, we not only 
confirm its current efficacy but also provide the groundwork for 
future advancements. 

Possible future advancements with the potential to 
revolutionise biometric recognition systems. To achieve 
development, it is essential to enhance these fundamental 
principles by embracing increasingly sophisticated approaches 
and technology to meet the increasing demands for security and 
authentication in a constantly evolving digital landscape [9], 
[27], [34]. 

The transition from basic implementation to sophisticated, 
functional application is marked by continuous education and 
adaptation. Our study significantly contributes to this ongoing 
discussion by providing valuable insights into the advantages 
and disadvantages of current approaches. It catalyses further 
research, encouraging the exploration of new methods that may 
successfully address the complexities of modern biometric 
systems. 

Advancements in fingerprint recognition need more 
technology advancements and a deeper understanding of the 
intricate relationship between user comfort, privacy, and 
security. Further inquiries should prioritise the development 
and execution of systems that not only display remarkable 
accuracy and reliability but showcase user-friendliness and care 
for privacy concerns [17], [22]. 

In addition, as biometrics continues to integrate with other 
technology fields, such as artificial intelligence (AI) and the 
Internet of Things (IoT), new opportunities and challenges are 
expected to arise [17], [18]. Integrating these cross-disciplinary 
connections will be essential in advancing next-generation 
biometric systems that are adaptable, efficient, and capable of 
meeting diverse application needs. 

The article highlights the capacity of combining Euclidean 
distance and Gabor filters in the field of fingerprint 
identification. Moreover, it highly promotes further inquiries 
within the scientific community. The goal is to enhance and 
perfect these first findings by using advanced techniques and 
expertise from related fields to create biometric identification 
systems that are more robust, flexible, and user-centric. 
Through collaborative and innovative efforts, we may strive for 
a future where biometric technologies are crucial in protecting 
and optimising our digital presence. 

Potential Areas for Future Investigation: 

1) Integration with Other Biometric Systems: Investigating
the amalgamation of this fingerprint identification 
system with additional biometric techniques, such as 
facial recognition or iris scanning, has the potential to 
create more extensive and secure multi-modal biometric 
systems. 

2) Additional investigation is required to analyse the
system's ability to handle large-scale applications and its 
adaptability to various fingerprint scanners and 
demographic differences. 

3) Application and Testing: Deploying this system in
practical settings, such as law enforcement or high-
security access restrictions, and undertaking thorough 
field testing would yield significant insights into its 
practical efficacy and areas for enhancement. 

Although the existing method demonstrates encouraging 
outcomes, there is scope for refinement regarding 
computational efficiency and flexibility in accommodating 
diverse environmental circumstances. Further enhancements 
should prioritise augmenting the algorithm's capacity to process 
distorted or impaired fingerprints, guaranteeing consistent 
performance in all situations. 

This study presents a substantial and groundbreaking 
method for fingerprint identification, which has the potential to 
advance security and authentication systems. As biometric 
devices grow more common in our everyday lives, research like 
this not only enhances academic knowledge but also has the 
potential to create practical effects in security, identity 
verification, and more. 
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