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Abstract— The article focuses on developing a new prediction
method for telecommunications network state based on
knowledge graphs. The article analyses the prediction methods
supported by current network monitoring and management
systems. The proposed prediction method is based on analysis of
behavior of each end-user device that allows reach high accuracy
of prediction. Knowledge graphs of the networks are build using
domain knowledge and statistical data. They contain knowledge
about the possible states of the elements of the networks along
with the knowledge about possible transitions between them that
can be presented in the form of prediction rules. These rules
allow predict the state of the network for the defined timestamp
in the future. In the case study the practical task of internet
traffic prediction for a segment of cable TV operator network is
considered. Conclusions are formulated, and the areas of further
research are defined.

[. INTRODUCTION

The task of prediction for telecommunication networks

Task of prediction states of the networks in the
telecommunication domain is an actual task for
telecommunication operators. The most actual parameter to be
predicted from operators’ point of view is the network load.
Information about the expected level of the network load can
be used for network reconfiguration that allows avoid situations
like “out of services” for network subscribers. In modern
telecommunication networks (TN), the main volume of traffic
is the internet traffic from subscriber devices. Traffic depends
on user behavior, types of communication services and network
configurations. In addition, it is different for different time of
day, work / weekend, seasons. Also, there is a dependency on
various sports, cultural, political and other events, usually they
cause the increase of traffic load. The paper proposes a solution
for predicting state of a telecommunications networks using
knowledge graphs.

Traffic prediction methods overview
The following models can be used for traffic prediction [1]:

¢ Linear Time Series model. Linear Time Series models
allow describe the covariance of the time series. There
are two popular sub-groups of linear time series models:
Auto Regressive (AR) and Moving Average (MA)
models, which are combined in Auto Regressive
Moving Average model. Linear time series models are
traditionally used for network traffic prediction [2], [3],
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e Nonlinear time series model. Nonlinear time series are
generated by non-linear dynamic processes. They
exhibit features that can't be modeled by linear functions
such as time-change variance, asymmetric cycle, higher-
moment structures, thresholds and breaks. For nonlinear
prediction of networks states such techniques as neural
networks, fuzzy logic are used [5], [6], [7].

e Hybrid model. The hybrid model is a combination of
two or more models. The hybrid model can provide
higher prediction accuracy in relation to single models.
Typically, the hybrid model is built as a combination of
linear and nonlinear models. It can give good results in
prediction of the network traffic level [8], [9], [10].

e Decomposition model. The time series are generally
decomposed into four components. Each component is
defined below [11].

o  Trend component - trend is long - term
propensity, increase and decrease in the time
series data. Trend component represents the
structural variations of low frequency in time
series.

o  Cyclical component - cyclical component
indicates the medium-term fluctuation. The
component displays periodic increase and
falls.

o  Seasonal component - is variations in time
series data that is influenced by seasonal
factors such as year, quarter, month, week,
day, hour. The seasonal component has stable
variation intra time series data.

o Irregular component - is a residual time series
that is obtained after removing trend and
seasonal components.

All the discussed methods based on time series use only
historical statistical data. This limitation does not allow using
this approach for traffic prediction in dynamic TN which
structure, state and behavior are changing in time. In the
article a more flexible method of internet traffic prediction
based on network statistical data, available prior information
about traffic changing and traffic sensitive network events is
proposed.
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II. METHOD OF MODEL SYNTHESIS

Structure of the knowledge graph

To provide ability of flexible traffic analysis a complex
TN model in the form of knowledge graph is considered. The
model contains static models of network topology that include
network and users devices, network services and applications
as well as necessary of billing and rights control components.
All the static data is provided by existing TN systems. Also
the TN model contains operative data from TN devices which
is retrieved from monitoring systems or directly from network
devices. A prior information about traffic changing (services
and network events schedules) is provided by special TN
systems and management systems.

There are hierarchical and horizontal links between the
elements of the model that define the multilevel structure of
the model. Hierarchical links are used to reflect network
topology, hierarchies of regions and other logical hierarchies.
Horizontal links allow define cross-model links. The proposed
structure of knowledge graph for traffic prediction task solving
is given in Fig. 1.

e Hierarchy of network services. The hierarhy contains
the services and applications which can be run on user
devices. Catalogue of services and applications has
hierarchical structure (including set of categories and

sub-categories).

Catalogue of services and applications is represented in
KG as set of RDF triples where -categories or
subcategories on upper level as RDF subjects are
connected with subcategories, services and applications
on lower level as RDF objects by RDF predicates —
“includes”. KG nodes which are used to describe
services and applications do not include information
about TN elements parameters (including internet
traffic).

To reflect the changes in the network state in time the
following dynamic elements are created and added to the
graph during prediction algorithm execution:

e Prediction nodes. Prediction nodes allow link any two
KG nodes as RDF subject and object using various

predicates. This ensures solving of prediction tasks for

| 1 H .
Level 0 Level 1 Level K | Prediction nodes | Services
| y -obi |
o | @ e rdftype rdf object | 1
includes . 1 rdf:statement 2 I Service ID
1 1] :includes 1 | I
Network device ™ Network device /|~ ™ User device : 3 1
g ...... : rfd:subject rdf:predicate ; sincludes_srv
sincludes - | |
\ | :prediction_detailes [?] |
use_prediction_rule |
M1 .. f’mcluf'??. e 11 ! !
Network device User device ! [2] ‘ l1.l
| ! | Services
| Prediction ID |
. I
Lege nd . :prediction_timestamp / h as_stale_vaNs_stete_lype
v
- i 2] 2] 2
m Stath part Of mOdEI YYYY-MM-DDThh:mm:ss State value State type
(2) - dynamic part of model
Fig. 1 Knowledge graph structure
The following static nodes define the KG structure: various scenarios. Information about predicted

e Network devices hierarchy. This hierarchy includes all
the network switchers, routers, and end-user devices.
The hierarchical links between them define the topology
of the network. In the suggested structure all the
network switchers, routers and other devices are
assigned to the levels 0...K — 1 hierarchy and all the
user devices are assigned to the level K. From
perspective of traffic prediction, traffic for every
network element on levels 0 ... K — 1 can be calculated
as sum of traffic produced by the user devices connected
to them.

The network hierarchy is represented in KG as set of
RDF triples where devices on upper level as RDF
subjects are connected with devices on lower levels as
RDF objects by RDF predicate — “:includes”. KG nodes
which describe the network topology don’t include
information about TN elements parameters (including
internet traffic).
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parameters and values as well as prediction timestamp is
included to prediction nodes structure. Each prediction
node structure has a unique identifier.

For linking static KG nodes the RDF “Statements about
Statements” is used. In addition to making statements
about selected resources, RDF can be used for making
statements about other RDF statements. It is possible to
refer to these statements as higher-order statements. In
order to make a statement about another statement, a
model of the original statement should be already built.
This model is a new resource to which additional
properties can be attached [12]. This technique allows
connect a user device as RDF “subject” and a used
service as RDF “object” using the predicate type that is
suitable for particular situation. For every parameter
change at every prediction step, a new prediction node
is added. Detailed description of the suggested
construction is below:
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Prediction node— reflects the particular
prediction step for the particular network
element. Prediction node is identified by
its ID (Prediction ID). It is linked to
attributes: timestamp, parameter type and
parameter value as RDF “object”.
Prediction nodes are linked to virtual
nodes.

Virtual node has type “Statement about
Statement” and is linked to User device
ID as RDF “subject” and to Service ID as
RDF “object”.

Network state prediction task

The state of a network, a set of its elements or separate
elements can be described by sets of parameters, i.e. incoming
internet traffic. Changes of the network state in time are
described as time series of parameters values, in particular,
time series of incoming / outgoing internet traffic. Let
{Pty_p Pry_ys Pryr s Pr,» -} be the number of packets
observed over adjacent time intervals, each interval length is
ty. The time series of differences of the traffic volume
{W, = P, — P,_4},(d = 0) are stationary processes with short
memory [13].

From time series perspective, the task of network model
prediction can be defined as following. Let’s define timestamp
t, as the current time or the time in the past at which the state
of the NT is known and the timestamp t,, as the time in future
at which the state of the network should be estimated.

The model of the network for timestamp ¢t is defined as
D¢y = {D¢y1) Dey2s s Degn}, Where Dy ; - the model of the
element i for timestamp t,. Prediction network state task can
be defined as the task of finding the sequence of models
{Dto, Dey+ty Degraxty = Ds,}s Where Dy — is the network
model for the timestamp ¢;, and D, — is the network model
for the timestamp t,,, t;, t,, — the timestamps in the future, t,
— the prediction step.

Model for prediction tasks solving
The input data for network state prediction is the following:

e Model of the network that is built using static data
about the TN networks and enriched with

statistical and operational data.

A subset of nodes which states are interesting to
the user and should be predicted.

Timestamp in future defined by the user for which
it is necessary to predict the state of the network

(tW)9
Time step of the prediction (t ).

The prediction task is the task of transforming model that
reflects the network state for the current moment of time or a
moment of time from the past (ty) to the model of the network
at the defined timestamp in future (t,). The process of
transformation can contain one or a sequence of steps. The
number of steps is defined by the time interval from ¢, to ¢,
and the step of prediction t,;. Assume the m-th step is reached.
At this step model D,,, for the timestamp t, + m X ¢t is build.
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For transforming models transformation rules are used.
Transformation rules allow moving a node or a group of nodes
from one state to another [14], rules are defined using network
statistic for network elements.

A rule R; defines how the set of parameters that describes the
state of the i-th network element D, ; can change from step m
tostepm + 1:

J
Dm,i = Dm+1,i

Every prediction rule R; consists of the following
components:

e Condition of use — it can be time, logical or other type

of conditions.

Probability of changing the value of the network

element parameter.
e  The value of the parameter at m + 1 step.

Every prediction step, a rule can be used or not according to
current conditions.

Example of a rule definition is below:

(Parameter 1)&&(Condition_1)&&
Parameter value (P=probability)

&&(Condition N) 2>

(Parameter 2)&&(Condition 1)&&
Parameter value (P=probability)

&&(Condition N) >

Let N is the number of model elements and assume we
have built a model Dy = {Dy, 1,D¢, 2 - D¢, n} for the
timestamp t,,. To transform the model to the model D, 1,
rules are applied model elements:

Ry
D1 = Depvegn
Rz
D¢,z = Depvey2
RN.
Dy v — Dtm+td,N
In case of one-level model, at each step the information
about the changes of the parameters values is added to the TN

model and no additional calculations are required. For multi-
level model we have a bit different situation:

Let the model contains K + 1 levels (0 ... K).

e Let the rules are defined only for the parameters

values of the elements on level K.

Model elements on levels (0 ... K — 1) are distributed
between the levels in the following way:
(0,43, ...,q5™1), where ¢ — number of elements on
the level (0...K —1). Model elements on levels
(0...K — 1) are hierarchically connected to elements
on the level K.

On each prediction step parameter values of the
devices on the level K are defined using the set of
rules R. Further, parameter values for levels (0 ... K —
1) are calculated by aggregation of parameter values
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according to the hierarchy. In this way, additionally
> q; operations of values aggregation should be
done. Let Ptl_i is the incoming traffic for i-th model
element ﬁt'i on level [. This model element is
hierarchically connected to elements on level [ — 1.
In this case traffic for element D't,l- can be calculated
as: Pl = T04 L

For the considered situation, when the values of the
parameters are predicted only for the elements of the lowest
level K, we need to consider all elements and links defined in
the model to calculate parameters values of the upper level
elements.

It is not the only case when the rules are defined only for
the lowest level elements. Commonly the rules are also known
for the elements on levels (0...K — 1), then the state of the
elements of upper levels are estimated using the rules defined
for the corresponding level. This is especially useful when
analysis on lower levels is not requested.

General procedure for prediction task solving

Suggested procedure for networks state prediction based on
knowledge graphs is shown in Fig. 2.

analysis and network analytical systems can be used for
rules extraction [18].

Apply rules to the models of the network element. At
every prediction timestamp the following
operations are done:

tma

o Every model element D; is analyzed and
is checked if any rule R; can be used for
element transforming (check conditions).

o The rules R; that can be used in the

observed conditions are applied. This
process results in building the sequence
of models for each element i:

{D1,i, Dyj ey Dy i}

Place predicted values of the parameters of the
elements {D{,D, ..., D,,} to knowledge graph.

[II. MODEL BUILDING ALGORITHM

Rules :
3 Inductive building of the Extraction of rules -
§ network model for the Request network Update knowledge for parameters Applying rules to Place predicted
4© current timestamp or O @ updates graph with new (@*| changing based on () every network time series to
i timestamp in the past 10, x data network statistic. element. knowledge graph.
o x : s o ot : ;
T : . + T T
g . 0 ; : Y
g Place inductive ! ] Place updated ' '
A model to : ' data to Knowledge i Update KG with
§ Knowledge graph ! ! graph ' H predicted data
$ \ ' ' H
o v
3 Provide network Provide network
£ updates and statistic on Prediction
2 stalistics. task request.
E

Fig. 2 Prediction procedure general view

The procedure consists of following steps:

e Inductive building of the network model based on
knowledge graph for the current timestamp or
timestamp in the past t,. The input data for the
inductive building of multi-level TN knowledge graphs
are static TN models, and statistical data. The output is a
synthesized multi-level knowledge graph. Knowledge
graph is enriched with data about network state for the
timestamp t,. Feed of this data are network monitoring
systems, management systems, billing systems etc. The
examples of inductive models based on knowledge
graphs have been studied in the articles [14, 15, 16].

Extraction of rules of parameters changing based on
network statistic. The rule R; for model element D; is
used for transforming the model of the element D, ; to
Diy¢yi- To create the set of rules, available statistical
data is analyzed, timestamps and conditions of
transformations are defined. System elements log
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High level algorithm activity diagram is shown in Fig. 3.

Inductive synthesis is used for building TN model for the
current timestamp ¢t,. Then prediction rules are extracted from
network statistic and additional prior information like services
and network events schedules. Using prediction rules, the
algorithm predicts the state of every element on each
prediction step.

The task is solved for network state prediction for
timestamps t;,t,, ..., t, (or in terms of steps - 1,2,..,m)
within the following conditions:

The model
tl ) tz, e

° for

hierarchy  structure
, t,y 1s the same as for t,;

timestamps

Every model element is characterized by parameters
values. The possible changes of the parameters values
at different timestamps are defined by the
corresponding rules.
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e

jFir

Is any unprocessed node Is any unprocessed
available in level i? node available?
End

Seti =K  //LowestLevel
t while(i = 0) {
Inductive synthesus for timestamp for (every Dt,n Where level number =1 ) {
[ ) for (each rule R;) {

if(R, is applicable for Dy ) {
[Defne timestamp for predlctlon) Set Dt+td,n = Rl (Dt,n)
I

T1 and J\st of nodes }
J

[ Extract preducmn rules for ) Seti=i—1 //Change model level

selected nudes and timestamp }
Sett =t +t; //Move to next step
Set Ievel number }
i=LowestlLevel
Set node number] =1

// Transform the Predicted model to RDF/XML format

for (each Dy, ){
Predict state for node Dj in level i wr .
> and timestamp T1 ] < Convert entry Dy n to set of RDF triple form

}

I
+

Fig. 3 Model synthesis activity diagram

The suggested approach can be used for solving cable TV
operators tasks. Incoming internet traffic can be of interest in
j network performance prediction. In this case prediction model

<
o3
-

of changing incoming traffic should be built for all user
devices. The prediction rules are commonly defined on the base
of statistics of user preferences, time, day of week, EPG
(Electronic Program Guide) data. The predicted data is
retrieved from RDF storage using SPARQL requests. The
following request can be used for data retrieving:

Transform the Predicted model to
RDF/XML format

The “Model synthesis” algorithm is following: e Get parameter values for the selected element.

Algorithm 1 Model synthesis algorithm

e Get parameter values for the selected level.

//Inductive synthesis for timestamp t

algorithm should be used

Create the Inductive model - 1 // Inductive synthesis e Get time series of parameters values for the selected
element/level.
E. Prediction accuracy analysis

Set t, as current or past timestamp
//Prediction step

Set td

Accuracy of the suggested method is analyzed based on
Cable TV operator model using generic data. The following
parameters have been used:

// Define timestamp t,, and list of model elements for

prediction e Network type: QAM Television network (DOCSIS
Set t,, = user defined value  //Set t,, as user defined internet protocol supported).
timestamp e Type of analyzed traffic: Internet traffic.
Set U = user defined value // Set the set of model e Network structure — hierarchical topology, within one
nodes for prediction regional hub.

e Existing static models: Network topology, Billing
//Find the user model subset Dy, for predicted model model, Services model, Available information
building as intersection of sets: 1 and U for initial timestamp resources.

to-
Diyn =1 ﬂ U

e Number of model elements: 1M (about 500k users and
500k user devices).

e Used rules: traffic distribution by hours in a day, days in

//Extract prediction rules for selected nodes a week, days in a month; user preferences, user age.
// R- the set of rules of changing predicted parameters values.

The rule R; for the node Dy ;, where t — timestamp identifier

e Models were built for prediction within a day, day in
week, day in month.

//Using rules for predicting model state e Results were calculated for every node in topology

Sett = to

while (t <t,,) {

model from user devices to regional hub.

The results are shown in Table 1.
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TABLE 1. PREDICTION ACCURACY ANALYSIS
# Experiment description Accuracy, %
1 Traffic prediction for hour within one day 95,12
2 Traffic prediction for day within one week 97,55
3 Traffic prediction for day within one month 96,89

Analysis confirms that accuracy of prediction is not less than
95%.

IV. CASE STUDY

One of the actual tasks of telecommunication network
operators is to control the bandwidth and performance of data
centers and channels due to their capacity should be planned
before. It is very often required to have information in advance
about the needs of subscribers for network services and
consequently, in requested network traffic. For solving this
problem, we can build a model of traffic consumption by
subscriber devices. We take rules of the consumption of
network traffic depending on various factors from the network
statistics. Analyzing the data of user devices at different
network levels, we can analyze the state of the whole network.
Inductive method is used for building the model for timestamp
to. To solve the problem of predicting state in the future, the
suggested method can be used. The predicted data is
represented in the form of a knowledge graph and the results of
the prediction data are retrieved using SPARQL queries.

The task

We predict the load of the set of telecommunication
network nodes for Cable TV operator network. The structure
of TN is the same as was discussed in [15]:

e Billing model.

e  Access rights model (lists of access rights in the
perspective of network users).

Network topology model.

Network applications hierarchy model.
Network service hierarchy model.

Data model.

According to the extracted rules traffic depends on the
following factors:

e  Daily schedule of available services.
e  Working day / weekend / holidays.

Network level 0

tincludes

e  Subscribers age.

We define traffic based on prediction of using services on
user devices. Using of service means using traffic. For this
task we limit the number of parallel working services by 4.

B. Knowledge graph synthesis

The knowledge graph for the task solving contains nodes
that reflect the Network hierarchy (Fig. 4) and the Services
hierarchy (Fig. 5). The Network hierarchy describes the devices
that are linked to each other and to user devices (STBs). The
Services  hierarchy defines the set of available
telecommunication services. Using of services creates STB
traffic load. In the case study we analyze the network with the
following parameters:

e Number of network levels — 4 (0 — 3).
e  Number of network devices — 7.
e  Number of user devices — 9.

e  Number of services — 4 (Watch TV, VOD, DVR,
PPV)

The knowledge graph dynamic structure for prediction
parameter values is presented in Fig. 6.

C. Rules extraction and using

We extract rules only for user devices, traffic for network
devices is aggregated according to the hierarchy structure
(Fig.3). The data is available for rules extraction. The fragment
of data for one user device for one service is presented below.
The column INTERVAL ID defines time intervals withing a
day. Column SERVICE defines the used service, column
PROBABILITY defines probability of using a service (ON
condition of service).

The fragment of rules defined for User devices:

INTERVAL_ID,SERVICE,PROBABILITY
00,VOD,0.004

00,PPV,0.5

01,VOD,0.004

01, WatchTV,0.6

Network Device 1

includes

Network level 1

Network Device 2

dncludes includes

Network Device 3

tincludes tincludes

Network level 2

Network Device 4 Network Device 5

iincludes includes

Hincludes sincludes

Network Device 6 Network Device 7

tincludes lincludes tincludes tincludes

| includes

STB 1 STB2 STB3 5TB4

Network level 3

Fig. 4 Knowledge graph network structure
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STBID Services
T :uses dev sincludes_srv
:calls_srv

UserID ———» ServicelD

Fig. 5 Knowledge graph services structure

rdf:object

Service ID User device
V\rfd:suhV
rdf:type
rdf:statement 4——— — use_prediction_rule
rdf:predicate

:prediction_detailes
I

YYYY-MM-DDThh:mm:ss 4—— Prediction D ———p  Siate type

prediction_timestamp [ :has_state_type
:has_state_value

State value

Fig. 6 Knowledge graph dynamic structure for parameter values prediction

D. Results retrieved and discission

Special program for model creation and traffic prediction
was developed. The program code in Python language and
result knowledge graph in RDF/XML format are available in
GitHub repository [17].

Predicted data can be retrieved by the following SPARQL
requests:

Request #1: Get parameter values for selected element
(User_device 1)

PREFIX rdf: <http://www.w3.0rg/1999/02/22-rdf-syntax-ns#>
PREFIX rdfs: <http://www.w3.0rg/2000/01/rdf-schema#>
PREFIX my: <http://127.0.0.1/bg/ont/test1#>
SELECT *
WHERE
{
?Prediction_ID my:prediction_timestamp "2020-11-19T04:00:00" .
?Prediction_ID my:has_state value ?Value .
?Prediction_ID my:prediction_detailes ? Prediction_detailes .
?Prediction_detailes rdf:subject <http://127.0.0.1/STB_1/> .
?Prediction_detailes rdf:object ?Service .

}

Fragment of response:

Prediction_ID Value Prediction_detailes Service
<http://127.0.0.1/Prediction_113/> OFF t1142  WatchTV
<http://127.0.0.1/Prediction _112/> ON t1285 VOD
<http://127.0.0.1/Prediction_114/> ON t1363 nPVR
<http://127.0.0.1/Prediction_115/> ON t1400 PPV

Request #2: Get parameter values for selected level
(D

PREFIX rdf: <http:/www.w3.0rg/1999/02/22-rdf-syntax-ns#>
PREFIX rdfs: <http://www.w3.0rg/2000/01/rdf-schema#>
PREFIX my: <http://127.0.0.1/bg/ont/test1#>

SELECT *

WHERE

{

{<http://127.0.0.1/NW_Device_2/> my:includes ? Devices 2 .

?Devices 2 my:includes ?Devices 3 .

?Prediction_node rdf:subject ? Devices 3 .

?Prediction_node rdf:object ?Service .

?Prediction_ID my:prediction_detailes ? Prediction_node .

?Prediction_ID my:has_state value ?Value .

?Prediction_ID my:prediction_timestamp "2020-11-19T01:00:00" .}

UNION

{<http://127.0.0.1/NW_Device 3/> my:includes ?Devices 2 .

?Devices 2 my:includes ?Devices 3 .

?Prediction_node rdf:subject ? Devices 3 .

?Prediction_node rdf:object ?Service .

?Prediction_ID my:prediction_detailes ? Prediction_node .

?Prediction_ID my:has_state value ?Value .

?Prediction_ID my:prediction_timestamp "2020-11-19T01:00:00" .}
}

Fragment of response:

Devices_2 Devices_3 Prediction_node Service  Prediction_ID
Value

<http://127.0.0.1/NW_Device 4/> <http://127.0.0.1/STB_1/>
t1334 VOD <http://127.0.0.1/Prediction_100/> ON

<http://127.0.0.1/NW_Device 4/> <http://127.0.0.1/STB_1/>
t1604 WatchTV <http://127.0.0.1/Prediction_101/> ON

<http://127.0.0.1/NW_Device 4/> <http://127.0.0.1/STB_1/>
t1621 nPVR <http://127.0.0.1/Prediction_102/> OFF

<http://127.0.0.1/NW_Device 4/> <http://127.0.0.1/STB_1/>
t1455 PPV <http://127.0.0.1/Prediction_103/> OFF

Request #3: Get time series of parameter values for
selected element (User_device 1)

PREFIX rdf: <http://www.w3.0rg/1999/02/22-rdf-syntax-ns#>

PREFIX rdfs: <http://www.w3.0rg/2000/01/rdf-schema#>

PREFIX my: <http://127.0.0.1/bg/ont/test1#>

SELECT *

WHERE

{
?Prediction_detailes rdf:subject <http://127.0.0.1/STB_1/> .
?Prediction_ID my:prediction_detailes ? Prediction_detailes .
?Prediction_ID my:has_state value ?State value .
?Prediction_ID my:prediction_timestamp ? Time .

}

Fragment of response:

Prediction_detailes Prediction_ID State_value Time
t1334 <http://127.0.0.1/Prediction_100/> ON 2020-
11-19T01:00:00
t1604 <http://127.0.0.1/Prediction_101/> ON 2020-
11-19T01:00:00
t1621 <http://127.0.0.1/Prediction_102/> OFF 2020-

11-19T01:00:00
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V. CONCLUSION

The new method of prediction the state of
telecommunication networks is suggested in the paper. The
discussed method predicts the state of a network through
predicting parameters values of its elements. The method is
based on using knowledge graphs, which allows integrate
static models of telecommunication networks, statistical and
operational data within a single model. Prediction accuracy of
the proposed method is not less than prediction accuracy of
used rules for model elements state prediction. Using of
hierarchical models for network structure, it is possible to
predict or calculate parameter values for different levels
according to the user request. This option allows to reduce
computational complexity of prediction if only high-level
elements states are requested for prediction. The case study of
internet traffic prediction considered in the paper reflects how
suggested approach can be used for particular Cable TV
operator task solving. In the course of further research
prediction of network state when various factors influence the
network state in parallel and in opposite ways will be
considered.
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