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Abstract—Modern spacecrafts consist of many systems and
sensors producing streaming traffic. The paper is concerned
with the problem of the congestion network in spacecrafts. It
occurs because of the equipment malfunction (routers,
receive/transmit nodes, links). To solve this problem the
analysis of streaming traffic, Quality of Service, features of
streaming applications and the overview of streaming
protocols were done. As a result the basic concepts of service
for adaptive QoS control — Adaptive Data Streaming Service —
were proposed.

I. INTRODUCTION

Modern spacecrafts consist of different onboard
equipments: Navigation Control System, Attitude and Orbit
Control Computer, Onboard Control Complex, Heater
Control, Power Control, Telecommand-telemetry Unit,
Computing Machines, Radio Engineering Complex,
Measurement and Radiation Monitoring System, sets of
mission specific sensors [1, 2]. All these systems are
communicated via data-handling spacecraft
network [3, 4, 5].

There is a problem to support liveness and fault
tolerance of the onboard network. The hardware
reservation, triple redundancy are used for fault tolerance
and failover in onboard spacecraft networks [1, 3, 4, 6].
The Star, Double-Star and Triple-Star networks are the
most common spacecraft network topologies (Fig.1) [3, 6].
It provides an additional fault tolerance of the network,
because of data could be delivered via different routes.

Unfortunately it does not provide absolute protection
against internal and outside threats. No one can guarantee
that the satellite will fail over 1 hour, 1 week, 1 month, 1-
10 years of flight because of severe operating conditions.
They are radiation, significant temperature differentials and
high mechanical vibrations [1, 7]. For example, radiations
cause the equipment malfunction. Another example —
logical bugs will be admitted during planned configuring of
the onboard equipment. As a result the data from sensors,
telemetry data, critical data like control commands could
not be passed to the target units via network congestion or
link fails.
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Fig. 1. Example of Double-Star network of Onboard Control Complex

The fact is the progress of microelectronics and space
industry leads modern onboard networks to become bigger
than previous one. The networks are built with large
number of sensors and systems [8]. Large number of high
rates sensor sampling produce high intensive data streams —
streaming traffic — that generate high-rate coherent streams
[9]. Every data stream is required a particular Quality of
Service (QoS). For example, radio-navigation streams
should be transmitted without long delays, command data
should be guaranteed delivered. When there are failed link
in the network, mission critical data and control commands
could be transmitted with very long delays that it not
accepted. Hence, the problem of fault tolerance becomes
deeper. There is a challenge to provide minimal threshold
QoS for significant streams (e.g., mission critical data) over
the onboard spacecraft network under the conditions of
faults. It will help to improve of spacecraft liveness.
Especially, it is a significant problem for Deep space
missions requiring a high level of autonomy.

To solve this problem the research of streaming traffic,
features of modern streaming applications and analysis of
existing streaming protocols was done. Next sections are
described it.
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II. STREAMING: DEFINITION, QOS AND APPLICATIONS

A. Streaming Traffic

Streaming traffic is an uniform traffic that is specified by
the following features: fixed packet size (no wide spread of
sizes) and periodic packet issue with stable intensity and
characteristics [10].

The main advantage of streaming traffic is predicted data
rate. The buffers volume could be forecasted and calculated.
It allows to optimize and streamline sender/receiver
equipment:

e small buffer and data priorities are useful, when it is
the narrowband traffic;

o large buffer is useful, when it is the broadband traffic.
Also they recommended using weighted data queues
instead of data priorities, because there may be a
channel monopolization;

e not large buffer is used, when the traffic is tolerant to
packet corruption and sensitive to long delays. It is
better to discard invalid packets than do the packet
retransmission, because the latency for correct
packets will grow via a retry.

B. Quality of Service

In general streaming traffic could be narrowband or
broadband, tolerant to sporadic corruption of packets,
sensitive to delays or not. To perform data streaming transfer
it usually needs to use various types of QoS adjusted to the
traffic characteristics and the requirements of mission
specific applications. The most common QoS are the Best
Effort, Guaranteed, Priority, Scheduling and Bandwidth
Reservation.

1) The Best Effort QoS It is used if there are no noise and
fluctuations of available bandwidth in a channel. In this case
data transfer could be transmitted ~ without
acknowledgements, retransmission, timeouts, etc. The data
transfer may be connection-oriented, because there is no
need to add, for example, a source destination address to
every sent data packet. Instead of it connection should be
established between two end-users. After that end-users
know about communication between them. Hence, there is
no need to transfer general information in packet: the length
of address, a source address, etc. Data packets transfer has
minimal overheads. The Best-Effort QoS is the most
effective for the broadband traffic, exacting to time delays
and loss tolerance. Also it can be applied to the narrowband
traffic.

2) The Guaranteed QoS: 1t is used if there is noise or
transmitted data is a critical information. To support this QoS
the following mechanisms are used: selective confirmations,
the immediate or postponed data retransmission, the
numbering of packets, and timeouts for confirmation. In case

of the Guaranteed QoS data packets are often transferred like
datagrams. Thus the size of transmitted data can be changed
depending on congestion of the device receiver/sender
equipment and existence of interferences in the channel. So,
for example, the receiver can request the video of a smaller
size (bitrate) if it doesn't manage to process video with high
resolution or big packets, which permanently reach with
errors. This QoS is most effective for the narrowband traffic,
not exacting to time delays and sensitive to losses. Also it
can be applied to the broadband. The combinations of
different mechanisms of the Guaranteed QoS give an
opportunity to use it to transfer streaming traffics providing
the guaranteed delivery or a speed/time delay of packet
delivery.

3) The Priority Transmission QoS: It is used when it is
necessary to send urgent information bypassing the current
data streams. For example, there is a stream video translation
and there is a need to send an urgent command or warning of
some alerts. The high-priority packet will be immediately
created and sent, for example, to an onboard control
complex. Then a video broadcasting will proceed a stream.
The transmission on priorities can be applied to any
streaming traffic.

4) The Scheduling QoS: 1t is applied on networks for the
purpose of the conflict resolution. The conflict appears when
two or more nodes send data to one destination device at the
same time. The Scheduling quality of service means that
there is a single schedule for the whole network. This
schedule gives an opportunity for the node to send data only
during particular time-slots. Thus it prevents conflicts of a
network resources usage [11].

5) The Bandwidth Reservation QoS: 1t is used for the
same purposes like Scheduling QoS. The difference is the
node is allowed to transmit particular volume of data.

TABLE I. REQUIREMENTS FOR STREAMING TRAFFIC
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Delay Tolerance .(hlgh delay. .
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. (low delay requirements) Lo
Requirements speech communication —
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Corruption Corruption Corruption Corruption
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. datagrams .
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control Audio PP Tele-
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sensors translation conferences
Guaranteed, | Guaranteed,
datagrams/ | datagrams/ Best-Effort,
connections | connections | Guaranteed | connections
Broadband
datagrams
Telemetry Video Cameras
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The Priority Transmission, Scheduling and Bandwidth
Reservation QoS could be used with all streaming traffics.
Various combinations of QoS mechanisms to transmit
streams with different requirements. Some public examples
of the data rate, maximum size of packets, latencies,
reliability and priorities requirements were presented in [12].

C. Features of Streaming Sensor Application

In the world the streaming is used for the next data
transfer tasks: audio/video translation (end-to-end, multicast
translations, broadcast teleconferences); file and images
streams; high-rate informative streams (telemetry streams,
sensor array streams (SAR, etc.)).

Analysis of prospective streaming sensor applications
[9] shows that they typically have the following features:

1) Stable intensity of packet issue: It is supported by
fixed packet size during the communication session and
fixed period of packet issue. It follows from definition of
streaming [10];

2) Sensitivity to delays: For example, control
commands should be transmitted without long delays. If
commands wait too long to transfer, then it is removed,
because command becomes not actual. It is provided by
timers, packet priorities, Schedule and Bandwidth
Reservation QoS;

3) Corruption tolerance: Video, ADC streams could
not be retransmitted. It is recommended to use Best Effort

QosS;

4) Guaranteed delivery: There is a requirement that
control critical data should be delivered in order and
without errors. For this purpose the next mechanisms may
be used: error packet detection (CRC, bit test), data
sequence check, retransmission, selective
acknowledgements.

5) Consistency of coherent data flows: The packet
order is defined by sequence numbers and timestamps.

III. STREAMING ORIENTED PROTOCOLS REVIEW

Detailed overview of existing streaming protocols and
standards was done. It is based on researches [13, 14, 15, 16,
17, 18, 19, 20]. They are:

e Internet, multimedia and real-time protocols of
Transport layer: TCP, UDP, RTP, RTCP, SCTP,

SSTP, RSVP, DCCP;

Onboard and aerospace protocols of Transport layer:
Saratoga, ECSS-E-50, CFDP, SCPS-TP, JRDDP,
STP, STP-ISS rev.2;

Protocol stacks specifying modern high-performance
systems that could be used for streaming: SOIS,
RapidIO, ARINC-818-2, SpaceWire, SpaceFibre.
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Moreover, streaming protocols of Application layer
(such as Apple HLS, Adobe RTMP and others) were
reviewed, because they are mainstream streaming
protocols [21].

A. Internet, multimedia and real-time protocols of
Transport layer

1) TCP — Transmission Control Protocol: It provides
reliable, ordered and error-checked delivery of data over an
IP network [22].

2) UDP — User Datagram Protocol: It provides a
procedure for application programs to send messages
(datagrams) to other programs with a minimum of protocol
mechanism. The protocol is transaction oriented, and
delivery and duplicate protection are not guaranteed [23].

3) RTP — Real-Time Transport Protocol: It provides
end-to-end network transport functions suitable for
applications transmitting real-time data, such as audio,
video or simulation data, over multicast or unicast network
services. RTP does not address resource reservation and
does not guarantee quality-of-service for real-time
services [24].

4) RTCP — Real-Time Control Protocol: It provides
monitoring of the data delivery in a manner scalable to
large multicast networks, and to provide minimal control
and identification functionality [24].

5) SCTP — Stream Control Transmission Protocol: It is
a reliable transport protocol that provides a stable, ordered
data transfer between two endpoints (like TCP) [25].

6) SSTP — Strutured Stream Transport Protocol: 1t is
designed to address the needs of modern applications that
need to juggle many asynchronous communication
activities in parallel, such as downloading different parts of
a web page simultaneously and playing multiple audio and
video streams at once [26].

7) RSVP — Resource Reservation Protocol: It allows
data receiver to request a special end-to-end QoS for its
data flows. Real-time applications use RSVP to reserve
necessary resources at routers along the transmission paths
so that the requested bandwidth can be available when the
transmission actually takes place. RSVP is a main
component of the future Integrated Services Internet which
can provide both best-effort and real-time service [27].

8) DCCP — Datagram Congestion Control Protocol: 1t
provides bidirectional unicast connections of congestion-
controlled unreliable datagrams. DCCP is suitable for
applications that transfer fairly large amounts of data (e.g.
streaming media, multiplayer online games, internet
telephony), but can benefit from control over the tradeoff
between timeliness and reliability [28].
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B. Onboard and aerospace protocols of Transport layer

1) Saratoga — Scalable Data Transfer Protocol: 1t is a
simple, lightweight, content dissemination protocol that
builds on UDP, and optionally uses UDP-Lite. Saratoga is
intended for use when moving files or streaming data
between peers which may have only sporadic or
intermittent connectivity, and is capable of transferring very
large amounts of data reliably under adverse
conditions [29].

2) ECSS-E-50-13 — Interface and communication
protocol for MIL-STD-1553B: It defines the services for
communication devices with MIL-STD-1553B interface
and to describe their functionality. ECSS-E-50-13 is based
on different spacecraft projects developing experience,
including scientific, telecommunicational, space and space
transportation system researches [30].

3) CFDP — CCSDS File Delivery Protocol: 1t serves for
spacecraft needs in files (data blocks) transfer and receiving
to and from onboard mass memory. Besides files
transmission CFDP provides detection and retransmission
of corrupted or lost data. Protocol can provide data
transmission in the space-to-Earth, Earth-to-space or space-
to-space directions [31].

4) SCPS-TP — Space Communications Protocol
Specification — Transport Protocol: 1t is a protocol
describing some extensions and modifications of TCP. It’s
aimed for use in spacecraft communications environments,
characterized by potentially long delays and high error
rates [32].

5) JRDDP — Joint Architecture Standard Reliable Data
Delivery Protocol: 1t is a reliable data delivery protocol. It
uses the lower-level SpaceWire data link layer to provide
reliable data delivery services to one or more higher-level
application [33].

6) STP — Streaming Transport Protocol: It is a
connection-oriented protocol, designed for data streaming
in onboard SpaceWire networks. STP is aimed for
processing with stream-oriented information flow sources.
It performs set-connection control, initialization of
connection parameters and data flow control [34].

7) STP-ISS: It provides data transmission between the
nodes of the SpaceWire network with required QoS (Best
Effort, Guaranteed, Priorities, Scheduling). This protocol
gives ability for data resending and error detection in
receiving data, providing reliable data delivery. STP-ISS
supports data transfer via datagrams and transport
connections [35].

C. Multimedia streaming protocols of Application Layer

1) RTSP — Real Time Streaming Protocol: 1t was
designed for use in media systems. RTSP gives to the client
remote control over data stream from the server. It gives

ability to run some commands, such as “play” and “pause”.
Also it provides real-time access to media files from the
server. RTSP protocol can be used over RTP, RTCP, UDP
or TCP [36].

2) RTMP — Adobe Real Time Messaging Protocol: 1t
was designed for streaming video and audio over the
Internet, between server and Adobe Flash-player. It is
suitable for a wide variety of audio/video applications, one-
to-one and one-to-many live broadcasting by video-on-
demand services, and also for interactive conferencing
applications [37].

3) MPEG-TS — MPEG Transport Stream: It is a
protocol, which provides transmission and storage control
over audio and video data. It is mainly used in broadcast
systems such as DVB and ATSC. MPEG-TS provides
connectivity with many traditional IPTV set-top boxes [38].

4) HLS — Apple HTTP Live Streaming: HLS is a
communication protocol based on HTTP protocol. It is used
for transferring unbounded streams of multimedia data.
The protocol supports the encryption of mediadata and
allows clients to choose from among different encodings
(adaptive bitrate streaming) of the presentation. Media data
can be transferred soon after it is created, allowing it to be
played in near real-time [39].

5) HDS — Adobe HTTP Dynamic Streaming: It is a
protocol for video streaming over HTTP-protocol with
dynamic content quality scaling while playing [40].

6) MSS — Microsoft Smooth Streaming: 1t is a video
content streaming protocol. By dynamically monitoring
local bandwidth and video rendering performance, Smooth
Streaming optimizes content playback by switching video
quality in real-time [41].

According to statistics of streaming protocol usage for
June-August 2014 (Fig.2) the most widespread streaming
protocol is Apple HLS (usage 55,9%) [21, 42]. Second
place goes to Adobe RTMP (26,6%). Third place — RTSP
(15.5%). Adobe HDS is 5th. Microsoft Smooth Streaming
(MSS) — 6th place.

Microsoft Smooth
Streaming

Adobe HDS
RTSP

Apple HLS
Adobe RTMP

Fig. 2. WMSPanel: State of Streaming Protocols
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D. High Performance Protocol Stacks

1) SOIS - Spacecraft Onboard Interface Services: The
CCSDS SOIS Area has developed a layered set of
communications services for flight avionics. This set of
services is intended to cover the majority of onboard
communications requirements. The services have been
divided into those to be provided over the onboard
communications media — the so-called Subnetwork Layer
services — and those supporting onboard applications—the
Application Support Layer services [43].

2)  RapidlO — Rapid Input/Output Interface: 1t is a high-
performance packet-switched, interconnect technology.
RapidIO supports messaging, read/write and cache
coherency semantics. RapidlO fabrics guarantee in-order
packet delivery, enabling power- and area- efficient
protocol implementation in hardware. RapidIO can be used
as a chip-to-chip, board-to-board, and chassis-to-chassis
interconnect [44].

3) ARINC-818-2 — Avionics Digital Video Bus: It is a
video interface and protocol standard developed for high
bandwidth, low latency, uncompressed digital video
transmission in avionics systems [45].

4) SpaceWire: It is a data-handling network for use
on-board  spacecraft, which connects together
instruments,  mass-memory,  processors,  downlink
telemetry, and other on-board sub-systems. SpaceWire is
simple to implement and has some specific characteristics
that help it support data-handling applications in space:
high-speed, low-power,  simplicity, relatively low
implementation cost, and architectural flexibility making it
ideal for many space missions. SpaceWire provides high-
speed (2 Mbits/s to 200 Mbits/s), bi-directional, full-
duplex data-links, which connect together SpaceWire
enabled equipment [46].

5) SpaceFibre: 1t is a very high-speed serial link
designed specifically for use onboard spacecraft. It aims to
complement the capabilities of the widely used SpaceWire
onboard networking standard: improving the data rate by a
factor of 10 (2Gbit/s), reducing the cable mass and
providing galvanic isolation. Multi-laning improves the
data-rate further to well over 20 Gbits/s. SpaceFibre
provides a coherent quality of service mechanism able to
support best effort, bandwidth reserved, scheduled and
priority based qualities of service. It substantially improves
the fault detection, isolation and recovery (FDIR) capability
compared to SpaceWire [47].

E. Comparision of streaming protocols
Streaming features of each reviewed internet and real-
time transport protocols are given in the Table II.

Streaming features of each reviewed onboard and
aerospace transport protocols are given in the Table III.
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connections. Only SSTP permits both data transfer
mechanisms. But there is no update to the first release
(2007 year) of SSTP protocol even though there is no
internet draft submitted to the IETF to make as a standard
protocol. So, it seems that there is no intention to make it
standard so far [20]. Also internet and multimedia
application protocols, such as RTSP and RTMP, are
worked over IP networks. RTSP is used only to manage a
media translation. Apple HLS, Adobe HDS and MSS are
designed to work over HTTP networks. They support very
useful streaming function — adaptive bitrate streaming.
MPEG-TS doesn’t support this option. However, it could
be used over any transport networks. As it is clear seen
from comparison the high-performance protocol stacks
don’t support all stated streaming functions.

Therefore, there is no streaming oriented transport
protocol providing all features of sensor applications.
Taking into account the streaming protocol analysis and the
problem of network congestion the Adaptive Data
Streaming Service (ADSS) is proposed.

IV. ADAPTIVE DATA STREAMING SERVICE

For onboard networks the key point is the fault tolerance
and liveness. It means that the ability to work correctly with
failed routers, nodes or links has the highest priority for the
onboard spacecraft networks. To avoid and minimize the
mission critical data losses ADSS is proposed.

ADSS is a service between Application and Transport
layers. It will work over existing Transport protocols or
Protocol stacks such as SpaceWire or SpaceFibre (Fig. 3).

Application layer
Presentation layer
Session layer

Onboard software Onboard software

Adaptive Data
Streaming Service

Adaptive Data
ing Service
‘ Transport layer ‘ ‘ Transport protocol ‘
Network layer
. ) SpaceWire
S Fib
paceFibre Data link layer (ECSS-E-ST-50-12C)

Physical layer

Fig. 3. ADSS and OSI model

ADSS will provide the following global mechanisms:
QoS support and Adaptive QoS control.

1) QoS support: ADSS will provide missing QoS
(Bandwidth Reservation, Scheduling and Priorities) for the
entity of Transport protocol. These QoS types are
significant. They allow to perform a traffic shaping. The
Traffic shaping is used to optimize or guarantee
performance, improve latency and/or increase usable
bandwidth for some kinds of packets by delaying other
kinds.
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2) Adaptive QoS control: ADSS will perform adaptive
control of QoS in the onboard network. For this purpose
ADSS will provide two functions: monitoring of the
network state and QoS control.

The monitoring is used to evaluate the real network state
(size of packets queue in buffer of sender/receiver
equipment, number of incorrect received packets, etc.).

The QoS control will be based on monitoring
information and traffic requirements (rate, latency
requirements, etc.). To minimize the subsequences of
network congestion the QoS control can do the following
operations: increase or decrease the packet priority; switch
guaranteed delivery to Best Effort QoS; modify values of
timers (e.g. packet life-timer); change the duration of time-
slots; assign nodes for data transfer during specific time-
slots; switch connection-oriented data transfer to datagrams
and enable adaptive segmentation of packet size if large
packet are lost.

These functions could help to adjust streaming under
changing of the network state. ADSS is aimed to minimize
the subsequences of the network congestion in spacecrafts.

V. CONCLUSION

The paper gave an overview of the congestion network
problem in spacecrafts consisting of large number of
sensors and systems. They produce high rate streaming
traffic. The congestions occur because of equipment
malfunction (routers, receive/transmit nodes, links). To
minimize the subsequences of the network congestion the
QoS control is required. To solve this problem the analysis
of streaming traffic, its characteristics, QoS, features of
streaming sensor applications and the overview of
streaming protocols were done. It shows that there is no
such streaming protocol providing Scheduling, Bandwidth
Reservation and Priorities QoS, periodical data transfer and
other required mechanisms for the sensor applications.
Adaptive Data Streaming Service (ADSS) is proposed to
solve this problem. Also, to minimize the network
congestions ADSS will have specific mechanisms. They
will perform the adaptive control of the QoS over the
onboard network. The basic concepts of ADSS were
presented in this paper.

ACKNOWLEDGMENT

The research leading to these results has received
funding from the Ministry of Education and Science of the
Russian Federation under the contract Ne14.578.21.0022.

REFERENCES

[11 K. A. Mikrin, Onboard Control Complexed of Spacecrafits,
Moscow, 2003.

[2] T. Solohina, Ya. Petrichkovich. Y. Sheynin, SpaceWire Technology
for Parallel and Distributed Onboard Complexes, Electronics
Journal, 2007.




PROCEEDING OF THE 17TH CONFERENCE OF FRUCT ASSOCIATION

(3]
(4]
(5]

(6]

(7]

(8]
(9]

[10]

[11]

[12]

[13]

[14]

[15]

[16]
[17]

[18]

[19]

[20]

[21]

V. H. Hanov, Network Technologies for Onboard Spacecraft
Systems: Design Expertise, Proceedings of TUSUR, No. 2, 2014.

S. Parkes, "SpaceWire for Adaptive Systems", ahs 2008 NASA/ESA
Conference on Adaptive Hardware and Systems, pp.77-82.

Star Dundee, The SpaceWire Data-Handling Network. Web:
https://www.star-dundee.convknowledge-base/spacewire-data-
handling-network

D. A. Nikitin, V.H. Hanov, M. Y. Vergazov, S. A. Chekmarev,
Network Architecture of Onboard Control Complex, Proceedings
of TUSUR, 2014.

S. Karpov, A. Popovich, Practical Approach to Control and
Compute System Redundancy via SpaceWire network, Components
and Technologies, No. 4, 2010.

Star Dundee, Missions Using SpaceWire. Web: https://www.star-
dundee.com/knowledge-base/missions-using-spacewire

Y. Sheynin, E. Suvorova, I. Korobkov, J. Petrichkovich, T.
Solokhina, A. Glushkov, A. Sakharov, Intelligent Networking for
Distributed High-Rate Streaming Sensor Fields, Proceedings of
16th edition of Sophia Antipolis MicroElectronics (SAME) Forum
2013, Sophia Antipolis, 2013.

V.G. Olifer and N.A. Olifer, Computer networks: principles,
technologies and protocols for network design. Saint-Petersburg:
Piter, 2012.

V. Olenev, E. Podgornova, I. Lavrovskaya, I. Korobkov, N.
Matveeva, Development of the Transport Layer Scheduling
Mechanism for the Onboard Spacewire Networks, Proceedings of
16th Conference of Open Innovations Association Finnish-Russian
University Cooperation in Telecommunications (FRUCT) Program.
Oulu: University of Oulu, Finland, 2014, pp. 164-170.

1. Korobkov, I. Lavrovskaya, V. Olenev, Analysis of the Transport
Protocols for the SpaceWire OnBoard Networks on Conformance
to the Russian Space Industry Requirements, SUAI Science
session, Book of Reports, Part I. Engineering science, SPb: SUAI,
2014, pp. 87-92.

1. Korobkov “Embedded Systems’ Transport Protocol Choosing for
Modelling over the SpaceWire model”, Proceedings of 9th Seminar
of Finnish-Russian University Cooperation in Telecommunications
(FRUCT) Program. Petrozavodsk State University (PetrSU),
Petrozavodsk, 2011, pp. 51-59.

Y. Sheynin, V. Olenev, 1. Lavrovskaya, I. Korobkov, D. Dymov
“STP-ISS Transport Protocol for Spacecraft On-board Networks”,
Proceedings of 6th International Conference SpaceWire 2014
Program. Athens, Greece, 2014, pp. 26-31.

1. Korobkov “Distributed Processing of Data Streams in Embedded
Networks”, Poster Abstracts of Advanced Computer Architecture
and Compilation for High-Performance and Embedded Systems
(ACACES) Summer School 2014. European Network of Excellence
on High Performance and Embedded Architecture and Compilation
(HiPEAC), Fiuggi, Italy, 2014,
pp. 49-52.

Ali C. Begen, Watching Video over the Web: Adaptive Streaming
over HTTP, Cisco, 2011

Ali C. Begen, T. Stockhammer, HTTP Adaptive Streaming:
Principles, Ongoing Research and Standards, Cisco, 2013

F. L. Schiavoni, Possibilities in Network Transport Protocols to
Audio Stream Application Context, Institute of Mathematics and
Statistics, University of Sao Paulo, 2011.

RGB Networks, Comparing Adaptive HTTP  Streaming
Technologies,  2011. Web: http://www.rgbnetworks.com/
pdfs/RGB_Adaptive HTTP_Streaming_Comparison 1211-01.pdf
Mosleh M. Abu-Alhaj, Ahmed MANASRAH, Mahmoud Baklizi,
Nibras Abdullah, Lingeswari V. Chandra, Transport layer
protocols taxonomy from Voice over IP perspective, Advanced
Computing: An International Journal, Vol.2, No.4, July 2011.

Web portal Habrahabr, HLS vs RTMP — statistics, 2014. Web:
http://habrahabr.ru/post/232297/

298

[27]
(28]

[29]

[30

=

[31]

[32]

[33]

[34]

[35]

[36]
[37]
[38]
[39]

[40
[41

—_—=

[42
[43

[t

[44]

[45]

[46]

[47]

Information Sciences Institute, University of Southern California.
RFC 793, September 1981.

Postel, J. RFC 768, Web: http://tools.ietf.org/rfc/rfc768.txt August
1980.

RFC 3550, Web: http://www.ietf.org/rfc/rfc3550.txt. July 2003.

L. Ong, AR Yoakum. RFC 3286,
Web: http://www.ietf.org/rfc/rfc3286.txt. May 2002.

Massachusetts Institute of Technology, Computer Science and
Aritificial Intelligence Laboratory, Parallel & Distributing
Operating Systemc Group, SSTP specification, Structured Stream
Transport Preliminary Protocol Specification, 2007.

R. Braden, Ed., L. Zhang, S. Berson, S. Herzog, S. Jamin. RFC
2205, http://www.ietf.org/rfc/rfc2205.txt September 1997.
E. Kohler, M. Handley, S. Floyd. RFC 4340,
http://www.ietf.org/rfc/rfc4340.txt March 2006.

L. Wood, W. Eddy, C. Smith, W. Ivancic, C. Jackson. Saratoga: A
Scalable Data Transfer Protocol, Web: http://tools.ietf.org/id/draft-
wood-tsvwg-saratoga-10.txt. September 26, 2011.

Standard ECSS-E-50-13 Draft C, Interface and communication
protocol  for MIL-STD-1553B data bus onboard spacecraft.
Noordwijk: ESA Requirements and Standards Division ESTEC,
July 23, 2008.

CCSDS. Standard CCSDS 727.0-B-4, CCSDS File Delivery
Protocol. Washington DC: Office of Space Communication,
National Aeronautics and Space Administration, 2007.

CCSDS. Space communications protocol specification (SCPS) —
Transport protocol (SCPS-TP), CCSDS 714.0-B-2. 2006.

Mike Gardner, Richard Hunt, Justin Enderle, Daniel Gallegos, John
Eldridge, and Jim Daniels, Joint Architecture System Reliable Data
Delivery Protocol (JRDDP). Sandia National Laboratories,
Albuquerque, New Mexico, May, 2011.

Y. Sheynin, E. Suvorova, F. Schutenko, V. Goussev. Streaming
Transport Protocols for SpaceWire Networks. International
SpaceWire Conference 2010, Saint Petersburg, 2010.

Y. Sheynin, V. Olenev, 1. Lavrovskaya, I. Korobkov, S. Kochura,
S. Openko, D. Dymov “STP-ISS Transport Protocol Overview and
Modeling”, Proceedings of 16th Conference of Open Innovations
Association  Finnish-Russian ~ University ~ Cooperation  in
Telecommunications (FRUCT) Program. Oulu: University of Oulu,
2014. pp.185-191

H.Schulzrinne, A.Rao, R. Lanphier RFC 2326, Real Time
Streaming Protocol (RTSP),
Web: http://www.ietf.org/rfc/rfc2326 April 1998.

Adobe Inc., Real Time Messaging Protocol specification, 2012.
MPEG-2 Part 1, ISO/IEC standard 13818-1, Fourth edition,
June 2013.

Apple Inc, HTTP Live Streaming, draft-pantos-http-live-streaming-
14,2014,

Adobe Inc, HTTP Dynamic Streaming Specification, 2013.
Microsoft Corporation, Smooth Streaming Protocol [MS-SSTR] —
v20140502,2014.

Project WMSPanel, https://ru.wmspanel.com

CCSDS. CCSDS SOIS Informational Report 850.0-G-2, Spacecraft
Onboard  Interface  Services. ~ Washington DC:  Space
Communications and Navigation Office, National Aeronautics and
Space Administration, USA, 2013.

RapidlO Interconnect Specification Partl: Input/Output Logical
Specification Revision 3.1,2014.

ARINC Inc, ARINC Specification 818-2 (ARINC 818 Supplement
2), 2013. Web: http://www.arinc818.com/arinc-818-
specification.html

ECSS. SpaceWire — Links, nodes, routers and networks (ECSS-E-
ST-50-12C). July 2008.

Parkes S.M., Ferrer Florit A., Gonzalez A. and McClements C.
SpaceFibre Draft F3: Space Technology Centre, University of
Dundee, 2013.

Web:




